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About This Guide

This guide describes the Dell™ Active System Manager web user interface. This guide provides
information needed to maintain and support the hardware and software environment of the Active System
Manager product, and describes the architecture and operations of the Active System Manager product.

This preface contains the following topics:
* Intended Audience

* Organization

* Conventions

* Active System Manager Documentation Lineup

Intended Audience

This guide is intended for system and network administrators who are responsible for managing an
environment with the Active System Manager software and non-administrator users who use the Active
System Manager web interface.

All users should be familiar with the following concepts to use the Active System Manager product.
» Basic principles and use of the Active System Manager product

* Inventory and change management

* UNIX operating system and common UNIX commands

* Physical environment (layout, connectivity, inventory)

* Oracle database administration

* Licensing concepts

» Test management and automation, as well as integration methodologies and framework

*  Web applications and XML language

In addition to these concepts, Dell also recommends reading the Active System Manager User Guide in
conjunction with this guide.

About This Guide 5



Organization

Organization

Table 1 defines how this guide is organized.Specific administrator and non-administrator roles are
identified for each chapter.

Table 1 Organization of This Guide

Chapter Description Admin Non-Admin
Chapter 1, “Active System Describes the overall Dell Automation Suite, including the key benefits, all X X

Manager Product Overview” high-level functions, concepts, and features.

Chapter 2, “Accessing the Provides login information for the Active System Manager web interface. X X

Active System Manager Web

Portal”

Chapter 3, “Home” Describes the features and functionality available on the Home sub-menu. X X

Chapter 4, “Sessions” Defines how to manage environment sessions and describes related X X

features and functionality.

Chapter 5, “Templates” Describes the Templates sub-menu and its related features and X X
functionality.

Chapter 6, “Resources” Describes the Resources sub-menu and its related features and X
functionality.

Chapter 7, “Reports” Lists and describes the reporting feature of the Active System Manager X X
software to generate reports detailing your environment sessions,
summarized equipment inventory information, and detailed equipment
inventory information.

Chapter 8, “Security” Describes the Security sub-menu and its related features and functionality. X

Chapter 9, “Settings” Describes the Settings sub-menu and its related features and functionality. X

(] Active System Manager Web Interface User Guide, Release 7.0



Conventions

Conventions

This guide uses special conventions for the following elements:

Notes, Cautions, and Warnings
Syntax Conventions

Administrator Role Icon

Notes, Cautions, and Warnings

ﬁ Note

Indicates information that emphasizes or supplements the main text. A note supplies information
that may apply only in special cases; for example, memory limitations or equipment configurations.

&. Caution Indicates either potential damage to hardware or loss of data and tells you how to avoid the

problem.

& Warning Indicates a potential for property damage, personal injury, or death.

Syntax Conventions

Table 2 describes the text format and character conventions used in this guide.

Table 2

Syntax Conventions

Text Format

Convention

Example

Bold

Courier

Italic

Right angle bracket >

Separator characters

(@)

Indicates toolbar buttons, menu selections, field
names, or items that you click, press, or type.

Indicates console output, path names, source
code, and filenames.

Indicates path names for which you must supply
a value.

Indicates a referenced name, especially in
glossary, where See references occur.

Indicates external documentation references.

Indicates a procedural series of submenus that
open from a primary menu.

Separates a subscriber name or administrator
name and a domain name or domain alias, or
console output that requires text to include a
space.

Click Add or select the SaveAs option.

C:\dell\ActiveSystemManagerGaleForce

Drag the interfaces into the WP group, or select Bind > WP
name, or right-click the interface, and select Bind > WP
name.

This feature is called property-based scheduling.

For more information, see the Active System Manager
Release Notes.

Click File > New > Worksheet.

support@dell.com
The format for any image file is:

/osimage/username that imported the image/
imagename

About This Guide



Active System Manager Documentation Lineup

Administrator Role Icon

An administrator’s role is the highest level of permission that is granted to a computer user. This level of
permission normally allows the user to install software, and change configuration settings.

For administrator only tasks, the administrator icon is used to identify that sole role. For non-administrator
tasks, no icon is used.

The Active System Manager administrator can perform the following functions:

Create, modify, delete, and save templates of all users
Configure system-wide session notifications and reminders
Cancel, modify, delete, and save (snapshot) sessions

Start and stop ASAP Rescheduling and other scheduling properties

Active System Manager Documentation Lineup

The current lineup of the Active System Manager product guide documentation for this release includes the
following:

Active System Manager User Guide—Describes the installation, operation, and usage of the Active
System Manager Control Center client software. This guide provides information for end users and
system administrator roles.

Active System Manager Online Help—Provides quick online access to the GUI Help and reference
material, including the Active System Manager User Guide.

Active System Manager Solution Guide for AS800—Describes the Active System Manager installation
and deployment in the context of managing a Dell AS800 converged infrastructure solution.

Active System Manager Release Notes—Provides a summary of the latest Active System Manager
features, software changes, and system requirements, as well as the customer-facing known issues and
resolved issues unique to each particular release.

Active System Manager Web Interface User Guide, Release 7.0



Chapter 1

Active System Manager
Product Overview

The Dell™ Active System Manager solution sits at the center of the Active System, and simplifies
infrastructure configuration, collapses management tools, and drives automation and consistency. Through
capabilities such as template-based provisioning, automated configuration and infrastructure life cycle
management, the Active System Manager product enables IT to respond rapidly to business needs,
maximize data center efficiency and strengthen quality of IT service delivery.

Rapidly Respond to Business Needs

The Active System Manager streamlines the complex and tedious task of infrastructure configuration. It
enables IT to quickly on-board new infrastructure or rapidly reconfigure existing infrastructure. This
significantly speeds time to production for new workloads or scaling of resources for existing workloads.

This dramatic simplification in infrastructure configuration is achieved through automated discovery and
inventory of bladed infrastructure, and centralization of infrastructure requirements in the form of
templates. Once defined, templates within the Active System Manager can be repeatedly and consistently
utilized to streamline workload deployment.

Maximize Data Center Efficiency

The Active System Manager empowers IT to achieve higher efficiencies through automation. By reducing,
and in most cases eliminating manual steps, IT organizations can free up time to focus on initiatives that
make a deeper impact on their organization and the business.

While automation is a cornerstone of efficiency, many IT organizations today are also encumbered with
multiple management consoles. The Active System Manager offers an intuitive, single point of control for
key infrastructure configuration and management functions, enabling IT to minimize the number of
consoles that are needed on a regular basis.

Strengthen Quality of IT Service Delivery

Assuring service levels is always tricky; there are just too many variables that can impact service delivery.
The Active System Manager addresses key factors that impact service levels, namely infrastructure
configuration errors, incorrect problem troubleshooting and slow recovery from failures.

The Active System Manager dramatically improves accuracy of infrastructure configuration by reducing
manual touch points. If an unexpected error (such as a hardware fault) occurs or if business needs change,
Active System Manager enables rapid and smooth workload migration, thereby improving recovery time.

The Active System Manager also enables better infrastructure management decisions through user
workloads and multi-level graphical views of infrastructure topologies. These capabilities enable an IT
administrator to make better decisions up front and troubleshoot problems more effectively if they do occur,
thereby minimizing unexpected downtime and improving recovery time.

Active System Manager Product Overview 11



The Active System Manager product enhances the functionality of the Active System Manager by
providing a more complete, end-to-end automation solution for both physical and virtual resources. The
software enables a cloud like environment, and support pre-built provisioning templates and custom
orchestrated workflows for a wide range of physical or virtual environments.

It offers the ability to:
» Enhance the discovery and inventory of all components across multiple Active Systems.
* Create and manage capacity of resources and resource pools spanning multiple systems.

+ Simplify adding new or existing infrastructure resources to the resource pools, with an extensive
plug-and-play capability.

* Automate template-based provisioning and de-provisioning of multi-VM workloads (along with the
required virtual networking and storage capabilities).

* Create and publish infrastructure templates.

» Associate multiple custom and flexible orchestrations for end-to-end life cycle management of
workloads.

* Schedule, allocate, and ensure capacity for complex workloads at current or future times.

* Provide an Infrastructure as a Service (IaaS) portal for the IT administrator.

Table 1-1 Features and Benefits

Features Function Benefit
Inventory + Discovery and management of » Accelerates the manual and often
resources. laborious process of discovering and
providing an inventory of new
infrastructure.
Automation * Fully automated provisioning of » Ensures a solid, high quality foundation
end-to-end physical and virtual for new workloads.
infrastructure, using a visual .

P VIS Speeds up the deployment of new
drag-and-drop authoring interface. infrastructure.

.
.

Orchestration Pre-built and custom-orchestrated Pre-built workflows offer straight

provisioning workflows for fine-grained forward guidance based on best
control of provisioning methods and practices.
policies, for setup, run-time, and .

Customization offers flexibility required

tear-down. for unique enterprise needs.

Scheduling and Advanced scheduling and reservation Ensure business, and in turn their

Allocation system for highly efficient allocation of applications, get prioritized access to
resources and guaranteed resource the resources they demand, and pay
commitments. for.

.

Drive efficiency in the datacenter by
minimizing oversubscription of costly
resources.

.
.

Enterprise Integration LDAP/AD capabilities and role-based Simple and efficient integration with
access control for enterprise enterprise resources.

management.

.
.

Capacity Optimization Unified management of both physical Provides optimized resource allocation
and virtual resources, along with and ensures high asset utilization.

capacity-based scheduling capabilities.

1-2 Active System Manager Web Interface User Guide, Release 7.0



Active System Manager Architecture

Active System Manager Architecture

At the heart of the Active System Manager software’s architectural and functional strengths is the Active
System Manager Server, which provides support for inventory and resource allocation; template design and
visualization; resource scheduling and reservation, together with capacity allocation and management, and
the highly flexible automation workflow engine that enables the cross-domain, end-to-end provisioning for
which the Active System Manager is known.

The Active System Manager Control Center client is used by administrators and architects for managing
resources and resource pools, and for designing and modeling infrastructure and service templates that can
be published to the end-user communities. Such templates represent pre-built designs for workloads that
can range from individual physical or virtual resources, such as servers or virtual machines, to full,
top-to-bottom software stacks, to complete end-to-end multi-tier architectures.

The Active System Manager web portal is a self-service, catalog-like interface through which users can
browse, select, schedule, and have resources automatically provisioned based on the wide range of
predefined templates. The web portal includes support for custom branding to an organization’s own look
and feel, and is designed for one-click access to enable the levels of efficiency and scalability needed for
already-existing global deployments.

The Active System Manager Resource Adapter Framework (RAF) is what enables the Active System
Manager server to control, automate, and orchestrate resource pools that encompass a wide range of
physical and resource types, through the plug-in Resource Adapters.

The Resource Adapter Framework is an extensible and modular layer in the Active System Manager
architecture that supports adapters or drivers to a wide range of products and technologies, including
servers and computing resources; switches, routers, and networking equipment; storage arrays and storage
area networking products; firewall, security, and access equipment; hypervisors and virtualization
management software; file servers and version control repositories; public Cloud Application
Programming Interfaces (APIs); and element managers and other software applications.

Active System Manager Product Overview 1-3
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Chapter 2

Accessing the Active System Manager
Web Portal

Before logging on to the Active System Manager portal, Dell” recommends to review and follow these
pre-requisite guidelines/notes:
t Note Refer to the Active System Manager User Guide for information on connecting to the Active
. System Manager server.

After connecting to the Active System Manager server, you must log on through an
authentication page.

E Note You must have a valid Active System Manager license to log on to the Active System
s Manager web portal.

If you are an Active System Manager registered user, perform the following steps to log onto the Active
System Manager web portal.
t Note If you are a new user, your administrator must register your credentials to grant you access.

1. On your Internet browser, type in http://<your server name>:<Active System Manager port number>.
The Active System Manager product page displays.

After a few seconds, the Login page displays; see Figure 2-1.

t Note The portal look and feel, title, subtitle, and the RSS feed can be customized.

Refer to the Active System Manager Installation and Maintenance Guide for information on
modifying the aforementioned settings.

Accessing the Active System Manager Web Portal 21



Figure 2-1 Active System Manager Web Interface Logon Page

@ Active System Manager
Active Infrastructure Management

Please Sign In Recent News Hide &)
Username
el 3/3/2013

java.net.MalformedURLException: no
protocol: Customize your portal with a

Password
dedicated RS5 feed. Please contact your
sesus administrator to change the server
configuration setting.
|"'/ Sign In -\.
[

A If you do not have a username and password, contact
your administrator.

Having trouble logging in? Contact technical support for
help.

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager

2. Enter your access credentials as follows:

®

Click the Username field and enter your username.

Click the Password field and enter your password.

b.
. E Note The administrator can use the admin/admin factory-supplied default credentials. Using
’GD S these default credentials, the super administrator can create multiple administrators.

c¢. Click OK.

By default, the Active System Manager Home> Announcements page displays; see Figure 2-2 for
an example of an administrator logon.

Active System Manager Web Interface User Guide, Release 7.0



Figure 2-2 Active System Manager Home> Announcements Page (Administrator)

Active System Manager ‘Welcome admin admin .L Profile ? Help i‘j Logout
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Announcements Profile Settings

Announcements Welcome, admin admin

ASM GALEFORCE ADMINISTRATOR MESSAGE CENTER

There are no administrative messages at this time.

Lab
MName DEMO
Description Harrier
ASAP Rescheduling Status On

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager

The Active System Manager web portal menu bar includes the following menus (these menus are described
in the chapters indicated by each menu name):

*  Home (see Chapter 3, “Home”)

» Sessions (see Chapter 4, “Sessions”)

» Templates (see Chapter 5, “Templates”)

* Resources (see Chapter 6, “Resources”)—administrator only

* Reports (see Chapter 7, “Reports”)

* Security (see Chapter 8, “Security”’)—administrator only

» Settings (see Chapter 9, “Settings”’)—administrator only

If you have problems while logging on, click the Contact technical support for help link.

To log out of the system and return to the Active System Manager Logon page, click the Logout link (in
the top right corner). For security reasons, you should always log out and then close your browser session.

Accessing the Active System Manager Web Portal 2-3
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Chapter 3

Home

This chapter describes the Active System Manager web interface Home page for the administrator and
non-administrator users. The Home page displays, by default, after logging on to the Active System
Manager software, either as an administrator user or a non-administrator user.

This chapter is organized in two main functions:
* Administrator User Functions

e  Non-Administrator User Functions

Administrator User Functions

For administrator only tasks, the administrator icon is used to identify that sole role. For non-administrator
tasks, no icon is used.

The Active System Manager administrator can perform the following functions:
* Import, modify, delete, and save templates of all users

» Configure system-wide session notifications and reminders

» Cancel, modify, delete, and save (snapshot) sessions

» Start and stop ASAP Rescheduling and other scheduling properties

To view and access the administrator Home page options, log on as an administrator user. The
Announcements page displays by default (see Figure 3-7 on page 3-8).

The Home page displays the following options for the administrator user (see Figure ), in this order:
* Home > Dashboard (see Figure 3-1)

*  Home > Announcements (see Figure 3-7)

* Home > Profile (see Figure 3-8)

*  Home > Settings (see Figure 3-9)

Home



Administrator User Functions

Home > Dashboard

The Dashboard sub-menu displays current Active System Manager information in a way that is easy to
read.

To access the Dashboard page (Figure 3-1), log on as the administrator user, and on the Active System
Manager Home page, click Dashboard.

Figure 3-1 Active System Manager Home > Dashboard (Administrator)

c Welcome admin admin L Profile = # Hel i@ Logout
Active System Manager ’ !
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Dashboard Announcements Profile Settings

Add Widget | Edit layout

( ]

Configure - Configure -

Select Group(s) | Select options B Select Host(s) Select options =
Refresh Interval MNever E Refresh Interval MNever =
le Cancel .“. Cancel
Managing Widgets

The Dashboard contains widgets that define your infrastructure in a specific layout. A widget is a
stand-alone application that can be embedded into third party sites by any user on a page where they have
rights of authorship (e.g. a page, blog, or profile on a social media site). Widgets allow users to turn personal
content into dynamic web apps that can be shared on websites where the code can be installed.

The Active System Manager comes with a default set of widgets (10) already defined:
Table 3-1  Default Set of Widgets

Widget Description

Resource Allocation By Provides resource allocation data for sessions in a Running state. This
Session report displays CPU and memory allocations grouped by sessions.
Resource Allocation by Provides resource allocation data for hosts on which some virtual

Host machine instances are provisioned in the current running sessions. This

report displays CPU and memory allocations grouped by hosts.

Active System Manager Web Interface User Guide, Release 7.0



Administrator User Functions

Table 3-1

Default Set of Widgets (continued)

Widget

Description

Resource Allocation By
Group

Top 10 Resource
Allocation

Top 10 Resource
Utilization

Virtual Machine (VM)
Utilization per Session

Host Utilization
(Consolidated)

Cluster Utilization
(Consolidated)

Storage Utilization
(Consolidated)

CPU/Memory Utilization
Over Time Graph

Displays resource allocation data for virtual resources that are utilized
in sessions owned by members of a group, grouped by an Active
System Manager group name. This report also captures current group
allocation, including CPU and memory allocation.

To configure: schedule a session with virtual machines (VMs) and the
session owner should be part of one the groups. When the session is in
a running state, the graph displays a grouped allocation of resources.

Displays the top 10 users who currently consume a maximum of CPU
and memory resources.

Displays the top 10 hypervisor cluster resource utilization in the data
center.

Displays the most recent data (in percentage) for CPU and memory
utilized on any VM, grouped by sessions.

To configure: schedule a session with a VM and use the monitor
operation to capture utilization data is present in RA. When the session
is in a running state, it displays utilization in that specific session.

Displays information about how much capacity is utilized on a host by
all running VMs with respect to the allocated capacity.

To configure: Open the Operations perspective, select a discovered
host, and right-click to execute monitoring on that host.

Provides information about how much CPU and memory resources are
utilized on a cluster by all running virtual machines, with respect to the
allocated capacity.

Provides storage utilization as a percentage of allocated storage for
hypervisor clusters.

Displays CPU and memory utilization of hosts in percentage over a give
period of time (eg. Weekly, 3Days,Daily, Hourly).

To configure: start monitoring on the host; utilization data will be pushed
to the database, which will be retrieved, depending on time intervals.

Note More widgets will be added in future releases.

The following topics describe how to use and manage the Dashboard content:

Adding a Widget
Editing a Widget

Customizing a Widget

Refreshing Widget Content

Maximizing or Minimizing a Widget

Deleting a Widget

Home
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Adding a Widget
To add a widget, perform the following steps:
1. Open the Dashboard perspective and view the widgets, use one of the following methods:
* On the Active System Manager navigation menu, click Dashboard.
* On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.
2. Within the dashboard editor, on the top right, click the Add Widget link; see Figure 3-1.
The Widget Directory dialog box displays the widgets to select; see Figure 3-2.

Figure 3-2 Widget Directory

Session

Add it Now

Add it Now

Resource Allocation By Host

Resource Allocation By

i <=

Add it Now

Cancel

3. Select the widget to add and click Add it Now.

The view changes to refreshed display of the widgets, including the one you just added.

Editing a Widget
To edit a widget, perform the following steps:
1. Open the Dashboard perspective and view the widgets, use one of the following methods:
* On the Active System Manager navigation menu, click Dashboard.
* On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.

2. Select a widget, on the title bar, click the down arrow icon, : and select Edit; see Figure 3-4.

3-4
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Figure 3-3 Deleting a Widget

Minimize
Delete
Are you looking for the Dell Software? Log in now. Edit
Refresh
If this error persists, please contact our technical supporT tear.

Details:

Back | Home

Thank you,

Dell

m

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System
Manager

Customizing a Widget

Each widget can contain specific filters and options to select to customize their display. To customize a
widget’s display, perform the following steps:

1. Open the Dashboard perspective and view the widgets, use one of the following methods:
*  On the Active System Manager navigation menu, click Dashboard.
*  On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.

2. Select a widget. If the widget is empty, on the title bar, click the down arrow icon, and select Edit;
see Figure 3-4.

3. Select the required filter value and other options to customize the content.

Refreshing Widget Content

For some widget, the associated data does not refresh automatically, so you may be looking at stale
information.

To get an up-to-date representation of the widget data, you will need to refresh its content; perform the
following steps:

1. Open the Dashboard perspective and view the widgets, use one of the following methods:
*  On the Active System Manager navigation menu, click Dashboard.
* On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.

2. Select a widget. If the widget is empty, on the title bar, click the down arrow icon, and select
Refresh; see Figure 3-4.
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Maximizing or Minimizing a Widget
To maximize a widget, perform the following steps:
1. Open the Dashboard perspective and view the widgets, use one of the following methods:
*  On the Active System Manager navigation menu, click Dashboard.
* On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.
2. Select a widget. If the widget is empty, click the Edit layout link; see Figure 3-5.

2) Select a widget, on the widget title bar, select the window 4 icon to maximize (or minimize, depending
on which state the widget is in), which extends (or minimizes) the width and height of the selected widget.
Alternatively, to minimize the widget, you can also click the down arrow icon, and select Minimize.

3) To reset the widget position, on the widget title bar, re-select the window icon.

Deleting a Widget

The dashboard can contain many different types of widgets. If you need to delete a widget, perform the
following steps:

1. Open the Dashboard perspective and view the widgets, use one of the following methods:
*  On the Active System Manager navigation menu, click Dashboard.
* On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.

2. Select a widget, on the title bar, click the down arrow icon, and select Delete; see Figure 3-4.

Figure 3-4 Deleting a Widget

Minimize
Delete
Are you looking for the Dell Software? Log in now. Edit
Refresh
If this error persists, please contact our technical supporT tear.

Details:

Back | Home

Thank you,

Dell

m

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System
Manager
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Managing Dashboard Content
This section describes the following topics:
* Changing the Dashboard Layout

* Rearranging Dashboard Content

Changing the Dashboard Layout
Depending on how you want to view the Dashboard content, you can manipulate the layout as follows:
1. Open the Dashboard perspective and view the widgets, use one of the following methods:

*  On the Active System Manager navigation menu, click Dashboard.

* On the Active System Manager menu bar, click Window > Open Perspective > Dashboard.

2. Select a widget. If the widget is empty, click the Edit layout link; see Figure 3-5.

Figure 3-5 Edit Layout Link

Add Widget | @

Top Ten Resource Allocation =l Resource Allocation By Session (=

Top Ten Users - CPU Allocation = i

@ cru

Mo VM found. Click 552 to configure.

CPU

3 -

3. Select from one of the five proposed layouts; see Figure 3-6.

Figure 3-6 Edit Layout Options

Edit layout x

Choose dashboard layout

L
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Rearranging Dashboard Content

To arrange your dashboard content, you can select and drag each widget to a new position. To do so, select
the widget title bar and drag it to a new location on the dashboard.

Home > Announcements

Upon logging on to the Active System Manager web portal, the Announcements page displays
(Figure 3-7), by default, with announcements (internal messaging) and lab information.

Figure 3-7 Active System Manager Home > Announcements Page (Administrator)

Active System Manager ‘Welcome admin admin .L Profile ? Help i‘j Logout
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Announcements Profile Settings

Announcements Welcome, admin admin

ASM GALEFORCE ADMINISTRATOR MESSAGE CENTER

There are no administrative messages at this time.

Lab
MName DEMO
Description Harrier
ASAP Rescheduling Status On

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager
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Home > Profile

For the administrator, the Profile sub-menu facilitates grants access for administrators to view and edit the
profile information and user access permissions of all users. To access the Profile page (see Figure 3-8
example), log on as the administrator user, and on the Active System Manager menu bar, click Home >
Profile.

Figure 3-8 Active System Manager Home > Profile Page (Administrator)

ACti\-"e System Manager Welcome admin admin 1 Profile ? Help ﬁ Logout

Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Announcements Settings

P]‘Of]le Welcome, admin admin
User Name admin
First Name admin
Last Mame admin
Email support@galetechnologies.com
Company Dell
Department Solution Engineering
Time Zone Display America/Los_Angeles

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager
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Home > Settings

The Settings sub-menu facilitates the administrator to set the schedular settings. It allows the administrator
to turn on the ASAP Rescheduling.

To access the Home > Settings page and set the scheduler properties, perform the following steps:

1. Log on as the administrator, and on the Active System Manager menu bar, click Home > Settings; see
Figure 3-9.

Figure 3-9 Active System Manager Home > Settings Page (Administrator)

ACti\-"e System Manager ‘Welcome admin admin l Profile ? Help ﬁ Logout
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Announcements Profile Settings

Scheduler

Scheduler Properties

‘With ASAP Rescheduling turned on, when any sessions are canceled or completed early, the scheduler will automatically attempt to reschedule all remaining
sessions that were originally scheduled as ASAP. The time between the remaining sessions and the new available time slot must be greater than the Minimum
Rescheduling Interval.

Enable ASAP Rescheduling On ]

Minimum Rescheduling Interval 0 % | Days | 1 *| Hours | O ¥ | Minutes

2. Click the Enable ASAP Rescheduling pull-down menu and select On.

With ASAP Rescheduling turned on, when any sessions are canceled or completed early, the scheduler
automatically attempts to reschedule all remaining sessions that were originally scheduled as ASAP.

3. Configure the Minimum Rescheduling Interval values in Days, Hours, and Minutes.

E Note The time between the remaining sessions and the new available time slot must be greater
= than the Minimum Rescheduling Interval.

4. Click Save.
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Non-Administrator User Functions

The functions described in this section are relevant for a non-administrator user.

To view and access the non-administrator Home page options, log on as a non-administrator user. The
Announcements page displays by default (see Figure 3-10).

The Home page displays the following options for the non-administrator user:
*  Home > Announcements (see Figure 3-10)

» Profile (see Figure )

Home > Announcements

Upon logging on to the Active System Manager web portal, the Announcements page displays
(Figure 3-10), by default, with announcements (internal messaging) and lab information.

Figure 3-10  Active System Manager Home > Announcements Page (Non-Administrator)

- Wel Mike Bentl Profile | ¥ Hel il Logout
Active System Manager elcome Mike Bentley | X Profile elp | i@ Logou
Active Infrastructure Management

HOME SESSIONS TEMPLATES REPORTS

Announcements Profile

Announcements Welcome, Mike Bentley

ASM GALEFORCE ADMINISTRATOR MESSAGE CENTER

There are no administrative messages at this time.

Lab
MName DEMO
Description Harrier
ASAP Rescheduling Status On

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager
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Home > Profile

For non-administrator users, the Profile sub-menu grants access to view user profile details. To access the
Profile page (see Figure 3-11 example), log on as a non-administrator user, and on the Active System
Manager menu bar, click Home > Profile.

Figure 3-11  Active System Manager Home > Profile > Profile (Non-Administrator)

. ? 0
Active System Manager Welcome VRomana | L Profile | 2 Help | il Logout
GaleForce

HOME SESSIONS TEMPLATES REPORTS

Announcements

User Profile | vdeloulay

Profile Permissions.

* Required Information

Contact
User Name vdeloulay
Email * womana@yahoo.com
First Name * v
Last Name * Romana
Company Dell
Department InfaDev

Member of the following aroups (0)

This user does not belong to any group at this time

Security
Old Password * (Ifyou want to reinitialize the user's password)
New Password * (It you wantto reinitialize the users password)

Verify Password *

Preferences

Time Zone Americall os_Angeles [=]

Maximum Session Duration

Scheduler will enforce this maximum duration at the time of scheduling. This value is defined by your administrator
Days  Hours Minutes
0 0 0

Maximum Active Sessions

Scheduler will enforce this maximum sessions limit at the time of scheduling. This value is defined by your administrator
0

\
v

[ TopofPage +
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The Profile page contains the following two tabs:
* Profile (see Figure 3-11 on page 3-12)

* Permissions (see Figure 3-12)

Profile
The Profile sub-menu allows non-administrator users to edit their profile information.
To access the Profile page, perform the following steps:
1. On the Active System Manager menu bar, click Home > Profile.
Figure 3-11 on page 3-12 displays an example. The Profile sub-menu displays by default.
The following sections display on the Profile sub-menu:
» Contact—Allows you to edit all user contact details, except the username.
*  Member of the following groups (9)—Lists any groups to that you (the user) belong.
(non-editable)
* Security—Allows you to change and verify your password
* Preferences—Allows you to edit the time zone preference.
*  Maximum Session Duration—The scheduler enforces this maximum duration at the time of
scheduling. This value is defined by your administrator.
*  Maximum Active Sessions—The scheduler enforces this maximum sessions at the time of
scheduling. This value is defined by your administrator.
2. Click Save after editing the required fields.
Permissions

The Permissions sub-menu allows non-administrator users to view their access permissions.
To access the Permissions page, perform the following steps:
1. On the Active System Manager menu bar, click Home > Profile > Permissions.

The Permissions page displays for viewing access permissions profile, see Figure 3-12.
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Figure 3-12  Active System Manager Home > Profile > Permissions (Non-Administrator)

. Wel Mike Bentl Profil ? Hel oL t
Active System Manager B oo | il Logou

Active Infrastructure Management

HOME SESSIONS TEMPLATES REPORTS

Announcements

User Permissions | user123

Profile Permissions
SUB SYSTEM DESCRIPTION
Active System Manager Permit Deny
Login @
Sessions Permit Deny
Make sessions @
Archive Permit Deny
Import Template @
Export Template @
Provisioning Permit Deny
Create Repository Element @
Modify Repository Element @
Delete Repository Element @
Import Resource Adapter Package @
Delete Resource Adapter Package @

The Active System Manager permissions can only be edited by an administrator user.
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Sessions

A session editor allows you to view session-based resources and interact with session. When opening the
session editor, the overall rendering looks similar to the underlying template, but resource type definitions
are replaced by real inventory or virtual resources.

A session is a running session that has more features available to interact with your environment equipment.

Managing Session Functions

This section describes the following sessions functions—all performed by the administrator.

For administrator only tasks, the administrator icon is used to identify that sole role. For non-administrator
h tasks, no icon is used.

The Active System Manager administrator can perform the following functions:
* Create, modify, delete, and save templates of all users

* Configure system-wide session notifications and reminders

» Cancel, modify, delete, and save (snapshot) sessions

» Start and stop ASAP Rescheduling and other scheduling properties

To edit and manage the Sessions feature, on the Active System Manager menu bar, click the Sessions
sub-menu; see Figure 4-1.
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Figure 4-1 Sessions
Active System Manager Welcome admin admin | L Profile | ? Help | [ Logout
Active Infrastructure Management

TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Sessions ) (A

a

Custom Filtering » 10 per page & Page 1 of 1

Filter Off

Batch Operations (LS
SESSION D OWHNER CREATED ON START TIME END TIME STATUS ACTION BATCH

AUTO1361850518080 8 admin Mon 25 Feb 2013 Mon 25 Feb 2013 Fri31 Dec 2021 FAILED Select Actioni®
Cluster - ViMware 19:48 PST 19:50 PST 23:59 PST

ESXi 5.1

Hypervisor

deployment 150

boat

AUTO1361854280041 9 admin Mon 25 Feb 2013 Mon 25 Feb 2013 Fri 31 Dec 2021 RUMNING Select Action &
Cluster - ViMware 20:51 PST 20:53 PST 23:59 PST

ESXi 5.1

Hypervisor

deployment 150

boat

Top of Page +

Creating a New Session

.% To create a session, perform the following steps:

1. On the Active System Manager menu bar, click Sessions > New Session (see Figure 4-1).

The Create a New Session page displays; see Figure 4-2.

4-2 Active System Manager Web Interface User Guide, Release 7.0



Managing Session Functions

Figure 4-2 Create a New Session

Active System Manager

Active Infrastructure Management

TEMPLATES

RESOURCES REPORTS SECURITY

Welcome admin admin l Profile ? Help h Logout

SETTINGS

New Session

Select Template

Search for: |

Templates
SECTEST normal admin
aza normal admin
asdddddddddddddddddddddd normal admin
fasfsfsfsdf normal admin
tinkTest normal aditya

Update Date/Time

Sat 22 Dec 2012 21:33 PST -
Sat 5 Jan 2013 13:51 PST EI
Tue 18 Dec 2012 15:53 PST

Unknown:

Fri 28 Dec 2012 16:12 PST

Select Date, Time, and Duration

Behavior As soon as possible (ASAP) [{]

Duration |0 [:ﬂ Days 1 BHours 0 BMw‘nutes

[ include setup and teardown time within session time

Cancel

Continue to configure optional parameters...

Copyright © 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager GaleForce

2. Click the Search for field and enter a template name to filter from the list of templates, or in the
Templates table, select and click a specific template to display the Template Report for your selected

template.

Sessions
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3. Select a time frame to schedule the new template:

a.
b.
C.
E Note

Click the Behavior ficld and select one of the following options:

* As Soon As Possible (ASAP); see the “Configuring ASAP Rescheduling” section on page 4-8
* ASAP within fixed time frame

* Fixed start and end dates

* Permanent Session

*  Group-based Session

* Recurring Session

Click the Duration ficld and modify duration time (in Days, Hours, and Minutes).

Click the Include Setup and Teardown time in overall scheduling time check box to enable the
setup and teardown time in the scheduling. For more information about setup and teardown times,
see the “Configuring Setup and Teardown Times” section on page 4-9.

You can adjust the scheduling behavior based on user preferences. The Scheduler can automatically
perform extra scheduling when no solutions are reported, including identify preemption or running
ASAP scheduling. For information about identifying scheduling issues, see the “Identifying
Scheduling Issues” section on page 4-10.

4. Decide to continue to set more options or schedule with existing settings:

Optional. Click Continue to display more options to set (see Figure 4-3) and go to step 5 on
page 4-6.

The optional parameters for a session allows you to add participants to your session and include
more detailed date/time instructions.

Click Schedule with the settings you just configured and go to step a on page 4-6. (The scheduling
results will display; see Figure 4-4 on page 4-7 for an example.)
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Figure 4-3 Scheduling Options

Active System Manager

Active Infrastructure Management

TEMPLATES RESOURCES

REPORTS SECURITY

Welcome admin admin | & Profile | ? Help | |l Logout

SETTINGS

New Session | Options

Participants

FIRST NAME

Scheduling

The scheduler can prioritize results based on different factors.

Mumber of time slots options requested
Minimum time between options
Scheduler priority

Identify Preemption Opportunities
Mode

Priority

Provisioning Parameters

Edit Provisioning Parameters.

] Dell Servers

Multiple Times

No

Fixed

Network2MinBandwidth
Network3MinBandwidth
Network1FCoEOffloadMode

Network4MaxBandwidth

Remove

m

|pisabled
100
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5. Optional. If you clicked Continue, perform the following steps:

a. In the Participants section, select and organize participants; see the “Managing Participants via
Custom Search” section on page 4-15.

b. Click OK to return to Figure 4-3 (scheduling options).
c. In the Scheduling section, prioritize and schedule results based on the following factors:
* Determine the number of time slot options requested: 1 (default), 5, 10, 20, 50.

* Determine the minimum time between options. The default value is 1 day and cannot be
modified.

* Determine the scheduler priority: Multiple Times or Multiple Resources.

If you specify more than one time slot and also select the Multiple Times option, all of the
solution time slots are for a different start time. The scheduler looks for a solution in each time
interval possible and tries to provide as many time separated options as it can. The resources
identified in all these solutions can be same or they may be different.

If you specify more than one time slot with the Multiple Resources option, then for every time
interval possible, the scheduler tries to identify the maximum number of options possible in that
time frame with different set of resources, until the maximum number of required solutions have
been identified. If the number of solution-identified time slots are less than the required number
of solutions, then the scheduler tries the next possible time slot and repeats the same cycle. The
scheduler guarantees that if more than one solution is identified for a time slot, then each such
solution differs in its resources. Solutions in different time slots may or may not have same set
of resources.

+ Identify preemption opportunities—When you set this option to Yes, if no perfect solution is
identified, then the scheduler tries to identify solutions that can be achieved if existing sessions
are canceled. For more information, see the “Preempting Sessions” section on page 4-14.

d. Select the Mode: Fixed or Moveable.
e. Select the Priority; the default is 1.
6. Edit provisioning parameters.

7. Click Schedule to display the scheduling results; see Figure 4-4.
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Figure 4-4 Scheduling Results

ACti\-"e System Manager Welcome admin admin .L Profile ? Help ﬁ Logout

Active Infrastructure Management

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

New Session

Schedule Request

Template Mame Dell_DummyASM

Session Type Session

Behavior ASAP

Duration 13 dayi(s) 1 hour(s) 15 minute(s)
Setup and Teardown Time Is Included

Scheduler Results

Scheduler could not find all or some of the requested template elements within the requested time period. Please select from one of the following options:
Revise to change your original request, Retry/Preemption to retry and identify preemption opportunities, or Exit to quit.

Show Scheduler Logs

EXIT

Copyright @ 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager GaleForce

8. In Figure 4-4, click Revise to return to the New Session page (Figure 4-2 on page 4-3) to modify your
settings, or click Retry/Preemption to retry the configured settings; see Figure 4-5.
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Figure 4-5 Confirmed Status

Active System Manager

Active Infrastructure Management

Welcome admin admin

1 Profile ? Help ﬁ] Logout

SESSIONS TEMPLATES

RESOURCES REPORTS

SECURITY

SETTINGS

Sessions

Custom Filtering »
Filter Off

SESSION ]

AUTO1361854280041 9
Cluster - VMware

ESXi 5.1

Hypervisor

deployment 150

boot

AUTO1361850518080 8
Cluster - VMware

ESXi 5.1

Hypervisor

deployment 150

boot

AUTO1362375168613 10
Cluster - VMware

ESXi 5.1

Hypervisor

deployment PXE

boot

Top of Page +

Purge Sessions + HNew Session

10 per page % Page 1 of 1

p Y
Batch Operations [@i=E5)

OWHER CREATED OH START TIME END TIME STATUS ACTION BATCH
admin Mon25Feb2013  Mon25Feb2013  Fri31Dec2021  RUNNING e

20:51 PST 20:53 PST 23:59 PST [ Join »
admin Mon25Feb2013  Mon25Feb2013  Fri31Dec2021  FAILED e

19:43 P5ST 19:50 P5ST 23:59 PST
admin Sun 3 Mar 2013 Sun 3 Mar 2013 Sun 3 Mar 2013 CONFIRMED Select Action 2

21:32 PST 21:32 PST 22:32 PST

Configuring ASAP Rescheduling

When you schedule a session, you may specify that you want to start the session as soon as all the required
resources become available. This is called an ASAP session. The Active System Manager schedules the
session at the earliest time it can find, and sets the entry’s state to Confirmed. If other sessions cancel or

finish early, there
slot.

is an opportunity for a previously confirmed ASAP session to move up to an earlier time

ASAP does this automatically. This feature can be enabled or disabled by the Active System Manager

administrator and

its status is shown on the Active System Manager Welcome page. Typically, rescheduling

occurs when a session is canceled or is edited to terminate early.
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ASAP rescheduling uses the following rules:

* Other sessions that have not begun and were originally scheduled in an ASAP manner are reviewed by
the scheduler to determine if they can be advanced to an earlier start time, thereby optimizing or
“repacking” the schedule.

* The scheduler considers confirmed ASAP sessions, one at a time, to attempt to find each an earlier time.
It begins with the next session, based on the time that the session is due to start its setup period, rather
than on the session start time.

* There is a configurable value (set by the administrator) used to determine the minimum “opportunity”
time difference required before a session is considered for rescheduling. For example, if a session is
scheduled to start five minutes from now, there would be no sense in trying to find an earlier time for it.

*  Once the first candidate session is evaluated and is either changed or not changed, the remaining
candidate sessions on the list are evaluated, one at a time, and given rescheduling opportunities based
upon whether or not the prior sessions in the list have been cancelled or rescheduled.

* Email notification of schedule changes is provided. Email notification is sent to the session owner and
participants. For more information on email notifications, see the Active System Manager User Guide.

After considering an ASAP session for rescheduling, the result is that it obtains either:
» The same resources at the same time because no better options were available.
» Different but equivalent (typed) resources at the same time.

* A better time with either the same or equivalent resources. A session never loses a time slot, or gets a
later time slot, due to ASAP rescheduling.

Configuring Setup and Teardown Times

Active System Manager schedules setup time before a session becomes active. Similarly, teardown time is
scheduled at the end of the session. Setup and teardown times are computed based on parameters specified
in the Resource Type Specification files for each of the resources in your template.

Setup time is computed as follows:

» Active System Manager checks the setup time specified for each resource type in the template. It finds
the longest time among them.

* Then it adds the template specified setup time. Thus, setup time is represented by the following
equation:

Setup time = (max (setup time in DTS for each resource in template) +
template specified setup time)
Teardown time is computed as follows:

» Active System Manager checks the teardown time specified for each resource type in the template. It
finds the longest time among them.

» It then adds the template specified teardown time. Thus, teardown time is represented by the following
equation:

teardown time = (max(cleanup time in DTS for each resource in template)
+ template specified cleanup time)

Sessions
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Setup and teardown times are added to the duration of the session. When creating a session, you can specify
whether to include setup and teardown times within the defined time-frame for the session, or whether they
can take place outside of the defined window. Setup takes place before the start of the session, and teardown
takes place after the end.

Identifying Scheduling Issues

If all of the resources needed for your template are not available during the time period you request, the
session cannot be scheduled. In this case, the Active System Manager scheduler gives you information
about the nature of the resource that caused the session scheduling attempt to fail.

The scheduler provides as much information as possible about the failures in the Scheduled Session log
output, which is automatically displayed.

Some failures may not be detected until late in the scheduling process, and may not have simple causes. In
these cases, you should try the session again with preemption turned on. This shows you other sessions that
have resources that you need, or informs you if some of the resources you requested are unavailable.

If the scheduler finds that needed resources are not available, it gives you as much information as possible
about the cause of the failure, and then the scheduler terminates.

The scheduler analyzes your template in five separate phases. If a problem is found in one phase, the
scheduler reports it and does not continue to the next phase. The following list describes the five phases of
the scheduling process:

* Phase 1: Identify Restrictions

* Phase 2: Identify Resources

* Phase 3: Evaluate Feasibility

* Phase 4: Identify Possible Time Frames

* Phase 5: Identify Solutions

4-10
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Figure 4-6 Scheduling Workflow

| Criginal Request Satisfied? (PASS 1) ‘

Let's try with
Preemption Mode OM
(PASS 2 slution and
run zcheduler again
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scheduler again (if not
ASAD in first place)
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set be scheduled, It likely needs
to be updated with a

Topology = ¥alidate
invocation, Wewld havs.
i S

Notes |
PASS 1 ALWAYS happens

PASS 2 and PASS 3 are OMLY activated if each preference has been checked in the Preferences = Scheduler = Scheduler Policy
(Group)

Phase 1: Identify Restrictions

This phase identifies restrictions enforced by the template. In this phase, you are provided information
about the first instance of a resource incapable of being serviced by the requested session. You are also
advised of candidates having locks on them due to existing sessions. This information is used in Phases 4
and 5.

Phase 2: Identify Resources

This phase attempts to build a set of available resources for each requested template resource, either
resources (resource types or resource instances) or resource interfaces. The scheduler reports the first
failure, usually when it cannot identify any candidate for a requested resource in the template.

The following types of failure are identified in this phase:

* Resource of requested Manufacturer/Model not available—There is no resource of the requested
Manufacturer/Model, either in the environment or within the requested restrictions of the session. In
this scenario, you are prompted that no resource of the specified Manufacturer/Model is available. This
phase does not generate an error if the requested resource exists in the environment, but it is being used
by another session. (That error is reported in Phase 5 if you have enabled preemption.) Also, if there is
not a sufficient quantity of the resource available, it is reported in Phase 3.

* Resource with requested property values not available—There are available resources of the
requested Manufacturer/Model type, but none with the requested properties available. You are informed
which property did not match for each candidate resource.

Sessions
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For example, if your template contains resource TD1 for which you have required property P1 with
value V1 and property P2 with value V2. You might be informed that there were no matches for this
resource because:

— Candidate resource D1 did not satisfy property P1 with value V1
— Candidate resource D2 did not satisfy property P2 with value V2

* Resource with requested interface types not available—In this scenario, there might a resource
satisfying the two preceding bulleted items, but one or more of its interfaces might not have any
candidates available. This means that this resource cannot satisfy the request. For each candidate
resource, you are informed of the first interface type that is unavailable on the candidate.

Phase 3: Evaluate Feasibility

This phase evaluates the candidates identified in Phase 2 for feasibility. For example, if your template
requires two resources (created by type) whose manufacturer and model are “HP d330”, and if you have
only one resource of that type in your environment (with asset tag “HPd330 1”). Phase 2 lists “HPd330 17
as a candidate for each of the two instances of this resource type in the template. Phase 3 concludes that
there are not enough resources of the required type in the environment.

Similarly, it also checks that the required number of interfaces of each type are available on the candidate
resources. For example, if a template resource has ten interfaces of type OC-3, and the environment has one
resource of that type with five OC-3 interfaces. During Phase 2, for each requested interface there are five
candidates (that is, each of the ten requested interfaces has a candidate list with the same five interfaces).
However, you have requested ten interfaces, even though the environment resource has only five, so this

request cannot be satisfied by this environment resource. This problem is detected during Phase 3. You are
prompted that there was a request for ten interfaces of type OC-3, and for each of the candidate resources,
the number of OC3 interfaces actually available is shown.

In this phase, the Active System Manager software reports only the first instance of feasibility failure. The
scheduler exits at this point and reports the failure. Sometimes there are more complicated sets of
requirements on a resource’s interfaces, where the scheduler determines that a candidate resource is not
feasible, but where the problem is not so easily expressed. In these cases, Phase 3 states that the candidate
resource does not satisfy the requirements.

For example, if you have requested three OC-3 ports as follows:
» Port P1 has no properties enforced.

» Port P2 has property LOCATION=1A1 enforced

» Port P3 has property LOCATION=1A2 enforced

If the candidate environment resource D1 has these interfaces:

*  Type OC3, location 1A1

» Type OC3, location 1A2

In this situation, Phase 2 produces the following candidates for the three requested OC-3 ports:
* PI has candidates 1A1, 1A2

* P2 has candidates 1A1

* P3 has candidates 1A2
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The feasibility evaluation phase reports that D1 cannot satisfy the request, but the scheduler is unable to
characterize the problem; therefore, environment resource D1 cannot satisfy the request.

Phase 4: Identify Possible Time Frames

This phase performs an evaluation of the scheduling time frame that you requested, and the applicable
session time frames. You are prompted if there are no time frames possible, or if the resulting time frames
are not a long enough duration. The information specifies whether the original time frame is insufficient,
or whether the time frame resulting from the evaluation with session time frames is insufficient.

Phase 5: Identify Solutions
Phase 5 is composed of two passes:

* Pass 1: Possible Solutions—Possible solutions are attempted for the time slot, using the results of the
previous phases. The scheduler also considers whether a environment resource is unavailable, because
it is allocated to another session within the time slot.

* Pass 2: Preemption—It runs if Pass 1 fails to find a solution, and if you have enabled preemption for
this session. It identifies possible solutions that use resources allocated to other sessions during this time
slot.

Pass 1: Possible Solutions

Pass 1 checks all aspects of a candidate resource for your template, including some aspects that were not
checked earlier. For example, it checks:

*  Whether the resource is already allocated to another session during the time slot.

*  Whether links are feasible; that is, for a template link between two resource interfaces, if the interfaces
can be connected.

Pass 1 attempts to find the number of solutions that you requested. If it can only find a smaller number of
solutions, it still considers this to be a successful run, and offers these choices to you rather than treating
this as an error. If Pass 1 fails to find any solutions, and you have enabled preemption for this session, Pass 2
runs.

Pass 2: Preemption

Pass 2 runs if Pass 1 of Phase 5 failed to find a solution and preemption was enabled for the session. It
essentially repeats Pass 1, but this time the scheduler ignores resource unavailability due to sessions. It
considers solutions that use resources that are used in other sessions.

The scheduler presents such a solution, describing requested resources that are used by other sessions, and
identifies the sessions that block these resources. With this information, you can:

*  Modify some existing sessions. (The session’s owner or the Active System Manager administrator may
need to do this.)

* Change your requested template.
+ Change your environment inventory (working with your Active System Manager administrator).

» Identify better environment resources and make the template more specific by using property-based
scheduling or asset tag based scheduling.

Sessions
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E Note The Active System Manager software never presents more than one preemptive session candidate,
regardless of whether you set the desired number of solutions to more than one when creating a
session. The presented solution cannot be reserved until and unless either the blocking sessions are
canceled or the requested template is modified and rescheduled. Multiple solutions are only
considered during pass 1 of Phase 5; they are ignored during pass 2.

Displaying Error Conditions and Reports

The sessions list shows the status of sessions, and it also flags any sessions for which an error (or fault) has
been detected. Active System Manager reports errors in several ways:

» The Active System Manager application notifies a user of faults detected on the current running session.

» For a user or an administrator, Active System Manager flags sessions for which faults have been
detected.

Faults are indicated for running sessions with a red arrow button under the Report column. To find out more
about the cause of an error, click the arrow button. The Session Resource/Error Report displays in a new
window.

This report is available for each session on the In Progress list, whether or not it is in the Running state,
and whether or not faults have been detected for it. It lists general information for the sessions, followed by
a section for each resource.

For each resource, the following information is shown:
* The Name, Model, Manufacturer, and Asset Tag of the resource.
* Any Error condition that has been detected on the resource.

» A list of interfaces on the resource that are used in this session, identifying each by its Location and
Type. The letter A at the start of the line indicates whether the port was inserted during template creation
using the template perspective. Otherwise, it indicates that the interface is part of a working protect or
trunking relationship. If the port is part of a trunk group, the letter T displays in the Relationship
column. If the port is part of a Working-Protection group, then a W or P displays, indicating its role.

Preempting Sessions

In a typical session, the Active System Manager session manager software looks for available resources to
fulfill session requests. Resources are shared on a first-come-first-served basis.

Sometimes, the resources required for your session have already been assigned to other sessions. You can
find out whether your session would succeed if those resources were available by using a preemptive
session. In a preemptive session, the Active System Manager scheduler informs you of previously
scheduled or currently running sessions that have reserved the resources that you require. Then
environment administrators can cancel the interfering sessions, or take the necessary actions to terminate
running sessions to meet the needs of top priority tasks.

For more information about how the Active System Manager scheduler implements preemption, see the
“Filtering Sessions” section on page 4-19 and the “Sorting Sessions” section on page 4-21.
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The rules of preemption are as follows:

The Active System Manager notifies you of sessions that prevent your preemptive session from being
scheduled. It does not actually cancel these sessions for you, and the preemptive session is not
scheduled.

You must take necessary actions to cancel sessions that conflict with the preemptive session. As a
preferred practice when cancelling an active session, you should first notify session participants and
warn them to do a “Save As” in the Active System Manager application to save the state of their
template.

Sessions may only be cancelled by the owner of the session, or by a Active System Manager
administrator.

When conflicting sessions have been removed, the session should be created again.

Managing Participants via Custom Search

In many of the procedures for managing user profiles, topologies, and sessions, there is an option to add
participants and search, sort, edit, or remove participants (users or groups).

As a standard search for participants, for example, the Participants section allows you to select and
organize participants, as necessary, and click Edit or Remove to edit or remove participants (see
Figure 4-7) based on your search results.

Sessions
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Figure 4-7 Selecting Participants to Edit or Remove

Select Participants x

@ Users © Groups
Search

» Advanced Search

Search Results 1 |Z|
) USERNAME FIRST NAME LAST NAME EMAIL DEPARTMENT :
|:| Q abhijit abhijit kumar abhijitk@galetechnologies.com ‘ﬂ
|:| ,é aditya Aditya Shukla aditya_shuklal@dell.com
|:| «? admin admin admin kogarg@galetechnologies.com department
|:| ,Q adminapproverl  adminapproverl adminapproverl adminapproverl@adminapproverl.adminapproverl adminapproverl -

Added Participants

) USERNAME FARST NAME LAST NAME EMAIL DEPARTMENT

Remove

On this page, you can perform one of the following tasks to select and organize participants:
» Click the Search ficld and type a participant to filter out the list (by user or group).

» Click the Advanced Search option (see Figure 4-8) to narrow your criteria using the basic web filtering
options (see Table 4-1).

Figure 4-8 Advanced Search

w Advanced Search

Usemame | Contains [v] | Email Contains [v] |
First Name | Contains [vd] | Department | Contains [v] |

Last Name | Contains |» [

Table 4-1  Filtering Options

Filtering

Option Description

Contains Indicates that the search criteria contains the string entered.

Is Indicates that the search criteria must match the string entered.

+ From the Search Results section, select and organize participants, as necessary and click Add or
Remove to add or remove participants based on your search results.
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As you edit participants to your list, those participants display in the Added Participants section; see
Figure 4-7. Participants added to a template (or session) are not allowed to cancel or edit it, but they can
view it or enter its environment template (or session). The same is true for members of groups that are
added as participants; they can also view or enter the template (or session). When participants join an
environment template (or session), their actions are controlled by their user IDs. They are only allowed
to perform Active System Manager application functions for which they have permission. Your Active
System Manager administrator can verify what permissions have been granted to a user.

Purging Sessions

To purge a session, perform the following steps:

1. On the Active System Manager menu bar, click Sessions > Purge Sessions (see Figure 4-1) to display
the list of sessions (Figure 4-9).

You are prompted to confirm the purging of the sessions; see Figure 4-9.
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Figure 4-9 Purge Sessions

Active System Manager Welcome admin admin | L Profile | P Help | il Logout

Active Infrastructure Management

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Purge Sessions

You are about to purge the following sessions from the Active System Manager environment. All session utilization data captured by the Monitoring Engine will also
be lost.

OWNER START DATE END DATE SESSION NAME
TEMPLATE

admin 5un 24 Feb 2013 Fri 31 Dec 2021 PXE boot dhcp
22:21 PST 23:59 PST Cluster - VMware
ESXi 5.1 Hypervisor
deployment PXE boot
HDD DHCP

admin Sun 24 Feb 2013 Fri 31 Dec 2021 AUTO1361680599000
20:25 PST 23:59 PST Cluster - VMware
ESXi 5.1 Hypervisor
deployment 150 boot
HDD DHCP

admin Fri 22 Feb 2013 Fri 31 Dec 2021 150 BOOT muitiple
06:17 PST 23:59 PST Servers
Cluster - YMware
ESXi 5.1 Hypenvisor
deployment S0 boot
HDD DHCP

admin Fri 22 Feb 2013 Fri 31 Dec 2021 PXE Boot HDD DHCP
04:06 PST 23:59 PST Cluster - VMware
ESXi 5.1 Hypenvisor
deployment PXE boot
HDD DHCP

admin Fri 22 Feb 2013 Fri 31 Dec 2021 150 Boot HDD DHCP
04:05 PST 23:59 PST Cluster - VMware
ESXi 5.1 Hyperisor
deployment 150 boot
HDD DHCP

admin Fri 22 Feb 2013 Fri 31 Dec 2021 PXE Boot HDD DHCP
02:56 PST 23:59 PST Cluster - YMware
ESXi 5.1 Hypervisor
deployment PXE boot
HDD DHCP

admin Fri 22 Feb 2013 Fri 31 Dec 2021 150 Boot HDD DHCP
02:54 PST 23:59 PST Cluster - VMware
ESXi 5.1 Hypervisor
deployment S0 boot
HDD DHCP

[ Dot show me this prompt the next time | purge all sessions.

Copyright © 2012-2013 Dell Inc. All Rights Reserved. About Active System Manager

2. Select the sessions to purge and click Submit, which will permanently delete and purge those selected
sessions from the database.

E Note All session utilization data captured by the Monitoring Engine will be purged and deleted.
S Once a session has been purged, it cannot be retrieved.
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Filtering Sessions

To filter search results for sessions, perform the following steps:

1. On the Active System Manager menu bar, click Sessions > Custom Filtering (see Figure 4-1) to
display the Custom Filtering page; see Figure 4-10.

Figure 4-10  Custom Filtering

Active Infrastructure Management

SESSIONS TEMPLATES

Active System Manager

RESOURCES

SECURITY

REPORTS

L Profile | P Help | il Logout

Welcome admin admin

SETTINGS

Sessions

Custom Filtering »

Session Name Contains
Start Time Starting after
End Time Ending before
Session Status 10 selected

Clear Filter

Filter Off

a

A

@

s [F1 Show Only My Sessions

Purge Sessions + New Session

10 per page % Page 1 of 1

@ 4dd More Filters

Batch Operations 'W'

A

Select the Contains/Is filter (see Table 4-2), as necessary, and enter a Session Name.
Enter a Start Time and apply the Starting after/Starting before filter, as necessary.
Enter an End Time and apply the Starting after/Starting before filter, as necessary.

Click Add More Filters to display and configure more filtering options; see Figure 4-11.

Sessions
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Figure 4-11  Add More Filters

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

S@SS]OnS Purge Sessions + MNew Session

a

Custom Filtering » 10 per page = Page 1 of 1

Session Name

Contains >
Start Time Starting after 3 )
End Time Ending before 5 r“|
Owmner Contains ¥ X
Template Contains ¥ x
Creation Time Created after E 4] x
Session Status 10 selected B (] Shaw Only My Sessions
@ Clear Filter x
Filter Off Batch Operations \/-:w-\l

a. Enter an Owner name and apply the Contains/Is filter, as necessary.
b. Enter a Template name and apply the Contains/Is filter, as necessary.
c. Enter the Creation Time and apply the Created after/Created before filter, as necessary.

d. Enter the Session Status and apply the Cancelled/Cleaning Up/ Completed/ Confirmed/ Failed/
Running/ ALL/Setting Up/Snapshot/Wait Setting Up filter, as necessary.

6. Click Apply Filter to execute filter and display displays search results that satisfy your criteria, or click
Clear Filter to clear entry settings and restart your filtering configuration. (The Clear Filter button
does not affect the entries currently listed on the page.)

The Filter Off button displays the status of filter as On or Off. Using the Filter Off and Filter Off
buttons, you can screen items to display by filtering, and sorting the order presented.

Table 4-2 lists and define the basic web filtering options.

Table 4-2 Web Filtering Options

Filtering

Option Description

Contains Indicates that the search criteria contains the string entered.

Is Indicates that the search criteria must match the string entered.
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Table 4-3 lists and defines the buttons/functions that are shared on each filter management page.

Table 4-3  Filter Management Common Functions

Button Button Name Description

Clear Filter Clears the entry settings and starts over with your filtering
configuration. The Clear Entries button does not affect the entries
currently listed on the page. To remove the filter, you must also click
Save & Apply.

Clear Filter

Apply Filter Indicates that the filter is executed and displays the entries that satisfy
your criteria.

Sorting Sessions

You can sort a list by clicking the column that you want the entries to be sorted by, in the same way that
many Windows applications use to sort output lists. To sort a column, click the column title. To switch from
ascending to descending order, or vice versa, click the title again. The sorting that you set up for a page
usually persists for your user session. You can also change the sorting order used for presenting entries.

.‘ To sort sessions search results, perform the following steps:
1. On the Active System Manager menu bar, click Sessions.

2. Click any arrow displayed beside each column header to sort results in ascending or descending order;
see Figure 4-12.

Figure 4-12  Sort Header

SESSION OWNER CREATED ON START TIME END TIME STATUS

Navigating Sessions

.‘ To navigate to the Sessions page results, perform the following steps:
1. On the Active System Manager menu bar, click Sessions.

2. Click the navigation panel to select number of records to be displayed per page; see Figure 4-13.

Figure 4-13  Navigation Panel

T 10 perpage %
10 per page

20 per page

50 per page

3. Click the up or down arrow to navigate the pages sequentially.
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Deleting Sessions

E’g Note In Progress and Confirmed sessions must first be cancelled before they can be deleted.

.‘ To delete one or more sessions, perform the following steps:
1. On the Active System Manager menu bar, click Sessions.
2. Select the check box in the Batch column next to each session to delete, and then click Delete.

You are prompted to confirm the selected deletion; see Figure 4-14.

L';g Note For sessions only, if the Purge check box is unchecked, the session utilization data captured
S by the Monitoring Engine remains in the database to include in utilization reports.

Figure 4-14  Delete Sessions

Delete Sessions

You are about to delete the following session(s):

SESSION NAME TEMPLATE START DATE END DATE DURATION {(HOURS) STATUS
AUTOL13366537 Nishith Thu 10 May 2012 Thu 10 May 2012 4 CANCELED
61691 18:25 IST 22:25IST
tmp Wed 25 Feb 2012 Thu 1 Mar 2012 4 CANCELED

2118 IST OL:18IST
Nishith2 Wed 25 Feb 2012 Thu 1 Mar 2012 8 CANCELED
18:27 IST 02:25IST

O Dont show me this prompt the next time | delete a session.

" DELETE | Exit

3. Click the Don’t Show Me this prompt the next time I delete a session check box to skip this
confirmation page in the future.

4. Click Delete to confirm the session deletion.
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Figure 4-15  Session Related Actions in Running Status

SESSION OWNER CREATED ON START TIME END TIME STATUS ACTION BATCH

AUTO1338443822152 admin Thu3lMay2012  Thu3lMay2012  Thu3lMay2012  RUNNNG @
1104 11:26 15T 11:26 15T 12.26 15T <D

Select Action %

Select Action

NishMar admin Mon 5 Mar 2012 Mon 5 Mar 2012 Mon 5 Mar 2012 FAILED
Nishith 12:58 IST 12:58 IST 16:58 IST

Figure 4-16  Session Related Actions in Confirmed Status

SESSION OWNER CREATED ON START TIME END TIME STATUS ACTION BATCH

dil admin Thu 31 May 2012 Thu 31 May 2012 Thu 31 May 2012 CONFIRMED

Select Action %
nishith 12:311S5T 14:351ST 15:35IST 1 -

an

Top of Page 4

Figure 4-17  Session Related Actions in Remaining Status

SESSION OWNER CREATED ON START TIME END TIME STATUS ACTION BATCH

Nishith admin Wed 25 Feb 2012 Wed 25 Feb 2012 Wed 25 Feb 2012 CANCELED

Select Action %

18:27 IST 18:27 IST 22:27IST
AUTO1336653761591 admin Thu 10 May 2012 Thu 10 May 2012 Thu 10 May 2012 CANCELED Select Action &
Nishith 18:12 IST 18:25 IST 22:25 15T

Stopping Sessions

.‘ To stop a session while it is in a Running state, perform the following steps:
1. On the Active System Manager menu bar, click Sessions.
2. Select a session, in the Action column, click the Select Action drop-down list, and select Stop.

You are prompted to confirm stopping the session; see Figure 4-18.
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Figure 4-18  Stop Session

Stop Session

Stop the following session:

Session Name Session3

Template abcVM

Start Time Thu 24 Jan 2013
04:49 PST

End Time Tue 29 Jan 2013
04:49 PST

Duration {hours) 120

Status RUNNING

[ Don't show me this prompt the next time | stop a session.
Exit
3. Click Stop Session to stop the session and return to the previous page.

Editing Sessions

To edit a session, perform the following steps:

1. On the Active System Manager menu bar, click Sessions to display the existing sessions.
2. Select a session, in the Action column, click the Select Action drop-down list, and select Edit.

The Edit Session page displays; see Figure 4-19.
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Figure 4-19  Edit Sessions

Edit Session

Session Name

Name AUTO1338440357036 You can change the session name at any time.
Owner

Select Owner | admin a
Extra Time

The session is currently setup to run between the following time.

Start Date | May 31 2012 || 10 %) Hours| 25 5| Minutes
End Date | Jun 12012 || [ 10 2| Hours| 29 2| Minutes
Time Zone | AsiaiCalcutta =

Participants

| | USERNAME FIRST NAME LAST NAME AN Remove v

| Exit )

3. Optional. Click the Name field and update the session name.
4. Optional. Click the Select Owner ficld and select another owner (if available).
5. Inthe Extra Time section, modify the session time currently configured:

a. Modify the Start Date and End Date, including Hours and Minutes.

b. Modify the Time Zone, as appropriate.
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The scheduler processes all requests with respect to GMT. Your entry in this field determines how
the time zone for all activity calculates and displays. For example, assume that the Active System
Manager server is located on the West coast (Pacific time). A session is scheduled to begin at 10:00
a.m. Pacific time. If a user on the East coast has a time zone display set for EST, the session appears
to start at 1:00 p.m. EST.

6. Optional. In the Participants section, select and organize participants; see the “Managing Participants
via Custom Search” section on page 4-15.

7. Click OK to return to Figure 4-19 (editing session options).

If available, the Properties section displays all custom-level session properties for your environment.
These properties are customized by your administrator. Some properties are required; some are
optional. Those marked with an asterisk (*) are required.

8. Click Save to save the modified settings.

Creating a Snapshot of a Session

.‘ To create a snapshot of a session, perform the following steps:
1. On the Active System Manager menu bar, click Sessions to display the existing templates.
2. Select a session, in the Action column, click the Select Action drop-down list, and select Snapshot.

A snapshot view of the template displays; see Figure 4-20.
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Figure 4-20  Session Snapshot

Snapshot

Enter a Template name, description and save option to save a new Template.

Template

Name: Test_workflow

Description

Option Save all resources as specific resource instances |,
Overwrite

COverwrite the Template if already exists

Keep existing history details

Exit

3. Inthe Template section, modify the following parameters:
a. Optional. Add a description for the template name referenced.
b. Select a save option for the template:
» Save all resources as specific resource instances
» Save all resources as generic resource types
» Save resources as originally authored
4. In the Overwrite section, click to select (or de-select) the following options:
* Overwrite the template is already exists
* Keep existing history details
5. Click Save.
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Auditing an Existing Session

.‘ To view or audit an existing session, perform the following steps:
1. On the Active System Manager menu bar, click Sessions to display the existing sessions.
2. Select a session, in the Action column, click the Select Action drop-down list, and select Audit.

Figure 4-21 displays an example of a session report to audit.

Figure 4-21  Session Audit Report (Example)

Session Audit Report for Lab 'DEMO’ By admin

Fri 25 Jan 2013 14:59 PST
Please use the Print option from your browser to print.
Please ensure that 'Print background colors and images' is enabled in your browser.

Export information in PDF

Overview

Participants

+ Template Scripts Status
+ Resources

Session Audit Trail

Overview

Session 1D 167

Session Name Session3

Session Status Running

Template Name abcVM

Setup Start Time Thu 24 Jan 2013 04:49 PST
Requested Start Time Thu 24 Jan 2013 04:49 PST
Requested End Time Tue 29 Jan 2013 04:49 PST
Session Start Time Thu 24 Jan 2013 04:49 PST
Session End Time Tue 29 Jan 2013 04:49 PST
Teardown End Time Tue 29 Jan 2013 04:49 PST
Duration 5 day(s)

Owner test123
Participants

User(s) test123 test123 (test123)

Group(s)

Back to Top

Template Script Status

Setting-up

Cleaning-up

Back to Top

Resources

vCloud_Cluster v1 (abcVM_1) Domain Name : System
Manufacturer abcVM

Model abcVM

Inventory Name vCloud_Cluster

Role Virtual Machine

Realization Messages

Setting-up Resource adapter is not provisioned. Skipping default resource adapter also.

Cleaning-up
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Canceling a Session

To cancel a session, perform the following steps:

1. On the Active System Manager menu bar, click Sessions to display the list of sessions.
2. Select a session, in the Action column, click the Select Action drop-down list, and select Cancel.

The Cancel Session page displays; see Figure 4-22.

Figure 4-22  Cancel Session

Cancel Session

Cancel the following session:

Session Name AUTO1338442760929

Template 1104

Start Time Sat9.Jun 2012
11:10 IST

End Time Thu 21 Jun 2012
11:10 IST

Duration (hours) 238

Status CONFIRMED

O bont show me this prompt the next time | cancel a session.

Exit

Downloading Log Files

This function downloads the session log file, including all Resource Adapters and execution logs.
To download a log file, perform the following steps:
1. On the Active System Manager menu bar, click Sessions to display the list of sessions.

2. Select a session, in the Action column, click the Select Action drop-down list, and select Download
Logs.

You are prompted to download the selected files. The content is automatically saved as a .txt file.
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Performing a Join Session Operation

O

In a running session, you can perform a join operation. To join a session in a Running state, perform the
following steps:

1. On the Active System Manager menu bar, click Sessions to display the existing sessions.

RUNHNING

2. Select a running session, and in the Status column, click @D .

The Join Sessions page displays with the Overview sub-menu open, by default; see Figure 4-23.

Figure 4-23

Joining a Session

AUTO1338440357036 | Overview

m R ‘ ——

Session ID

Session Name
Session Status
Template Mame
Setup Start Time
Requested Start Time
Requested End Time
Session Start Time
Session End Time
Teardown End Time
Duration

Cwner

Participants

User(s)

Group(s)

2073

AUTO1333440357036

Running

Test_workflow

Thu 31 May 2012 10:29 IST

Thu 31 May 2012 10:29 IST

FrilJun 2012 10:29 IST

Thu 31 May 2012 10:29 IST

FrilJun 2012 10:29 IST

FrilJun 2012 10:29 IST

1 day(s)

admin

admin admin (admin)
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Table 4-4 describes the available options to join sessions.

Table 4-4 Join Session Components

Component Description
Overview Provides an overview for the specified session:
» Session ID » Session Start Time
» Session name » Session End Time
« Session status (see Table 4-5) » Teardown End Time
« Template Name * Duration
« Setup Start Time « Owner
* Requested Start Time « Participants (Users and Groups)
* Requested End Time
Resources Provides a listing of resources and applications available to launch. Resources that have a link
support elasticity. For an example, see Figure 4-25 on page 4-32. See Table 4-6 on page 4-33 for
more details.
Diagram Provides reference renderings of the template for the specified session; see Figure 4-24 on

page 4-32 for an example.

Table 4-5 defines the session status while processing a session request.

Table 4-5 Session Status

Status Description
Confirmed A validated and scheduled session.
Running A session that has started.

Wait Setting Up

Setting Up

Cleaning Up
Snapshot
Completed
Failed
Canceled

Deleted

A scheduled setup time has arrived, but some of the resources required by the session have
not yet been released by earlier sessions.

The process of scheduling resources and laying down the required configuration files for a
session.

The process of restoring the original settings for a session.

Takes the snapshot the running session and saves the modified template.

A session that has completed the start to end time.

A session that did not get realized or problems occurred during the cancel operation.
A session canceled by the user or system.

A session deleted by the user.

Sessions
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Figure 4-24  Diagram View
AUTO1338440357036 | Diagram
| Overview | Resources m

Associated Rendering

Overview

Link_1 - .

Link_2

[ 11451

[ Serialio-435

Figure 4-25  Resources View

AUTO1336653761598 | Resources

| Overview Resources Diagram |

RESOURCES

ELASTICITY

Nishith_2(Nishith1 v.1)

-NA-
mishith_1_1_1{nishith_1_1 1) NA-
vm_1({aaaaaa v.1} Enabled
Nishith_1(Nishith 1) NA-
Nishith2_1(Nishith2 v.1) NA-

3. In the Resources column, click a link to launch an application for the associated resource.

The application displays the System, Custom, and Applications tabs; see Figure 4-26.
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Figure 4-26  Resources sub-menu Properties—System, Custom, Applications

Join Session | AUTO1338453269252 | 12345_1_1(12345_1 v.1)
Overview Diagram

12345_1_1{12345_1 v.1)

‘ System ‘ Custom Applications

Operation Description Action
Retry Setup Re-run the setting up policies of the resource @
Znapshot Takes the snapshot of the current status and configuration of the resource @
Fower on Fower on the resource @

Table 4-6 defines the Resources sub-menu properties.

Table 4-6 Resources sub-menu Properties

sub-menu

Name Definition

System System-level RA methods/operations that can be invoked from both the web application and the
Active System Manager application.

Custom Custom-level RA methods/operations that can be invoked from the web application and the Active

System Manager application. These operations are typically an extension of built-in RA capabilities.
These operations are required to access Active System Manager RA SDK.

Applications RA applications that can be launched from both the web and Active System Manager application; for
example, launching an SSH console or RDC into the resource.

The resource name is a hotlink that allows you to execute the resource operations. If the resource
role is virtual, then you can extend its capacity; click the Enabled link in the Elasticity column (see
Figure 4-25). The Elasticity dynamic properties display (as a sample) in Figure 4-27.
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Figure 4-27  Dynamic Properties—Elasticity

AUTO1336653761598 | vm_1 | Elasticity
| Overview Resources Diagram |
Dynamic Properties

Set new values for these elastic properties. Select Reset to go back to original session value

PROPERTIES SET VALUE UPDATES VALUE RESET

chum 0 (0%) 2

[ Allow resource relocation on different server

Update Cancel

4. Set new property values.

5. Optional. Click the Allow resource relocation on different server check box to move your resource
on a different host/hypervisor.

6. Click Update for the session to take effect.
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Chapter 5

Templates

Managing and maintaining templates for the Active System Manager portal is the most crucial task for the
Active System Manager administrator. Regular maintenance ensures the smooth running of the entire
Active System Manager software suite.

To edit and manage the Active System Manager Templates feature, click the Templates sub-menu; see
Figure 5-1.

As an administrator, you can view all of the current templates.

Templates
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Figure 5-1 Templates

Active System Manager Welcome admin admin | L Profile | 2 Help | [ Logout
Active Infrastructure Management

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Templates o
Custom Filtering » 10 per page % Page 1 of 1
Filter Off Batch Operations ({1
TEMPLATE NAME TYPE LAST UPDATED ON AUTHOR ACTION BATCH
Cluster - VMware ESXi 5.1 Hypervisor Physical Man 25 Feb 2013 admin e
deployment 150 boot 00:25 PST

Cluster - VMware ESXi 5.1 Hypervisor
deployment 150 boot

Cluster - VMware ESXi 5.1 Hypervisor Physical Mon 25 Feb 2013 admin Select Action %
deployment PXE boot 00:26 PST

Cluster - VMware ESXi 5.1 Hypervisor

deployment PXE boot

Standalone - VMware ESXi 5.1 Hypervisor Physical Man 25 Feb 2013 admin SeloctActionia
deployment 150 boot 00:27 PST
Standalone - VMware ESXi 5.1 Hypervisor

deployment 150 boot

Logical Template With One VM Connected Logical Man 25 Feb 2013 admin e
To AVLAN 00:28 PST

Logical Template With One VM Connected

To AVLAN.

Logical Template With Two VMs Connected Logical Man 25 Feb 2013 admin S el i
To a VLAN 00:29 PST

Standalone - VMware ESXi 5.1 Hypervisor Physical Mon 25 Feb 2013 admin Select Action &
deployment PXE boot 00:28 PST

Standalone - VMware ESXi 5.1 Hypervisor

deployment PXE boot

Top of Page +

Managing Template Functions

The following sections describe template-related functions:
* Importing Templates

 Filtering Templates

* Navigating Templates

» Sorting Templates

* Viewing an Existing Template

+ Editing Templates

» Exporting Templates

* Reserving Templates

* Deleting Templates in Bulk
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Importing Templates

To import a template, perform the following steps:

1. On the Active System Manager menu bar, click Templates > Import to display the Import Template
page; see Figure 5-2.

Figure 5-2 Import Template

Active System Manager ‘Welcome admin admin l Profile ? Help ﬁ Logout
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Import Template

Choose File

Select a valid template from your computer.
It will be imported into your library as a new template.

R e No file chosen

port | Cancel

2. Click Choose File, select a valid template file (.xml) from your computer, and click Browse > Open.

If available, the Properties section displays all custom-level template properties for your environment.
These properties are customized by your administrator. Some properties are required; some are
optional. Those marked with an asterisk (*) are required.

3. Click Import to import your new template into your library.
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Filtering Templates

To filter search results for templates, perform the following steps:

1. On the Active System Manager menu bar, click Templates > Custom Filtering to display the Custom
Filtering page; see Figure 5-3.

Figure 5-3 Custom Filtering

ACti\-"e System Manager ‘Welcome admin admin .L Profile ? Help ﬁ Logout
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Templates o
Custom Filtering » 10 per page #% Page 1 of 1
Template Name Contains B
Updated Time Updated after E] i

Author

Contains

LLd

© Add More Filters

r Y
Batch Operations |m|

Filter Off

2. Click the Template Name field and apply the Is or Contains filter, as necessary.

3. Click the Updated Time field and apply the Updated after or Updated before filter, as necessary, and
select a date to use for that time filter.

4. Enter Author and apply the Is or Contains filter, as necessary.
5. Click Add More Filters to add more filters.

6. Click Apply Filter to execute filter and display search results that meet your criteria, or click Clear
Filter to clear entry settings and restart your filtering configuration.

The Clear Filter button does not affect the entries currently listed on the page.

The Filter Off button displays the filter status as On or Off. Using the Filter Off and Filter Off
buttons, you can filter and sort items to display.
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Navigating Templates

To navigate to the Templates page results, perform the following steps:
1. On the Active System Manager menu bar, click Templates.

2. Click the navigation panel to select number of records to be displayed per page, see Figure 5-4.

Figure 5-4 Navigation Panel
T 10 perpage %
10 per page

20 per page

50 per page

3. Click the up or down arrow to navigate the pages sequentially.

The Templates navigation feature lets you directly select which page of this list to view. To select a
particular page in the list, click the Page link, and select a page from the drop-down list.

Sorting Templates

You can sort a list by clicking the column to sort, in the same way that many Windows applications use to
sort output lists. To sort a column, click the column title. To switch from ascending to descending order, or
vice-versa, click the column title again. The sorting that you set up for a page remains for your user session.
You can also change the sorting order used for presenting entries.

To sort template search results, perform the following steps:
1. On the Active System Manager menu bar, click Templates.

2. Click on any arrow displayed besides all headings in the header to sort results as per the clicked heading,
see Figure 5-5.

Figure 5-5 Sort Header

TEMPLATE NAME LAST UPDATED ON AUTHOR
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Viewing an Existing Template

.‘ To view an existing template, perform the following steps:

1. On the Active System Manager menu bar, click Templates.

2. Select a template, in the Action column, click the Select Action drop-down list, and select View to
display the Template Report page displays.

Table 5-1 lists and defines the components on the Template Report page.

Table 5-1 Template Components Available in View Mode

Template Component Description

Overview A general template description of a template. It can also include the setup time,
teardown time, setup script, teardown script. As you scroll down the page, you can
view the other template components listed in this table.

Rendering An associated diagram or drawing that illustrates the specified template.

Notes General notations for the specified template, including the date and time the
template was created, the template owner, and any additional notes that the
template owner includes.

Properties Optional. Depending on your template, this component may not be available.
When it is available, it displays custom properties for the template if available.

Provisioning Properties Optional. Depending on your template, this component may not be available.
When it is available, it includes the custom provisioning properties associated to
that template.

Attachments Includes any graphics or files that support the specified template.

Resources—Summary Includes resources available for that template, including Name, Authored By, Asset
Tag (Version), Manufacturer, Model, Shared or Exclusive, Description.

Resources—Detailed Reports  Includes detailed information for each component listed as “Name” for that
template. Information includes provisioning properties, port-level properties,
interface definitions, images associated to element names, and link information.

Table 5-2 lists and describes the template details of a template report.

Table 5-2 Template Details

Category Field Description

Template Report Overview The fields in this section apply to the whole template.
Description Description text entered when the template was created.
Setup Time (minutes) Time allowed for setup, in minutes, before a session

becomes active.

Teardown Time (minutes)  Time allowed for cleanup, in minutes, at the end of the

session.
Setup Script A script that is run before a session becomes active.
Teardown Script A script that is run at the end of the session.
Resources—Summary Name Name of the resource.
Resources—Detailed
Report Authored by Whether the resource was added to the template by

Resource Type or by Resource Instance (by asset tag).
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Table 5-2

Template Details (continued)

Category

Field

Description

Interface Definitions

Link Information

Asset Tag (Version)

Manufacturer & Model

Shared Element

Description

Name

Type

Location

Link to

Description
Name

Link Type
Description
From Resource
From Interface
From Location
To Resource
To Interface

To Location

Status

This field is present if the resource was created by Asset

Tag. The selected piece of equipment in the environment
is uniquely identified by its Asset Tag and version number
of the resource.

Specifies the resource type.

If Yes, this resource may be shared by multiple concurrent
sessions.

Resource description. If Configuration Parameters (such

as run-time image name) have been defined for the
resource, they are shown in their own section.

If properties for property-based scheduling have been
defined for the resource and its interfaces, they are
displayed in their own section. Each property lists the
value and equation it must satisfy, the category of
property, and whether the property is preferred or
enforced for scheduling. For more information on
properties, see the Active System Manager User Guide.
Name of the interface.

Interface type.

The location of the port on the resource. If there is a
Working-Protect relationship in effect for this interface, its
name is followed with “(W)” or “(P)”".

If there is a link defined on this port, the other end of the
link is shown here as a hyperlink. Clicking on it displays
the section of the window that contains the port at the
other end of the link.

A string describing the interface, if any.

Name of the link.

Simple or Trunk.

A string describing the interface, if any.

Resource asset tag.

Resource interface name.

Resource interface location name.

Resource asset tag.

Resource interface name.

Resource interface location name.

Resource Interface Status
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Editing Templates

‘. To edit templates, perform the following steps:
9, 1. On the Active System Manager menu bar, click Templates.
2. Select a template, in the Action column, click the Select Action drop-down list, and select Edit.

The Edit Template page displays; Figure 5-6.

Figure 5-6 Edit Template

Edit Template

* Required Information

Template NameSpace

NameSpace ftopologyfadminiLogical Template W

Owner

LLd

Owner Name admin

Participants

-] USERNAME FIRST NAME LAST NAME Remave
Permissions
Update o
Delete O
€ -

E Note By default, the template name cannot be modified.

3. Optional. Click the Owner Name field and update the template owner.

4. Optional. In the Participants section, select and organize participants; see the “Managing Participants
via Custom Search” section on page 5-9.
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5. Click OK to return to Figure 5-6 on page 5-8 (scheduling options).
6. Select a Permissions option (Update or Delete), as appropriate.
Editing allows you to share the selected template to other users and groups.

7. Click Save to save the modified settings.

Managing Participants via Custom Search

In many of the procedures for managing user profiles, templates, and sessions, there is an option to add

participants and search, sort, edit, or remove participants (users or groups).

As a standard search for participants, for example, the Participants section allows you to select and
organize participants, as necessary, and click Edit or Remove to edit or remove participants (see

Figure 5-7) based on your search results.

Figure 5-7 Selecting Participants to Edit or Remove
Select Participants x
® Users O Groups
Search : | ﬁ
» Advanced Search
Search Results : | Next

| USERNAME FIRST NAME LAST NAME EMAIL DEPARTMENT ]

Q abcdef abc def abcdef @ gmail.com

Q dummy dummy dummy dummy (@ dummy.com 1
|:| Q gsingh Gurmeet Singh gsingh@gale.com Engg
|:| Q kapil kapil kapil kapil@gale.com

|

DEPARTMENT

Added Participants:

[ | USERNAME FIRST NAME LAST NAME EMAIL

|:| Q abcdef abc def abcdef @ gmail.com

Remove

4

On this page, you can perform one of the following tasks to select and organize participants:

* Click the Search ficld and type a participant to filter out the list.

* Click the Advanced Search option (see Figure 5-8) to narrow your criteria using the basic web filtering

options (see Table 5-3).

Templates
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Figure 5-8 Advanced Search

w Advanced Search

Usermname Contains [+ | Email Contains [+ |
First Name | Contains [+ | Department | Contains [+ |

Last Name | Contains v |

Table 5-3  Filtering Options

Filtering

Option Description

Contains Indicates that the search criteria contains the string entered.

Is Indicates that the search criteria must match the string entered.

» From the Search Results section, select and organize participants, as necessary and click Add or
Remove to add or remove participants based on your search results.

As you edit participants to your list, those participants display in the Added Participants pane; see
Figure 5-7. Participants added to a template (or session) are not allowed to cancel or edit it, but they can
view it or enter its environment template (or session). The same is true for members of groups that are
added as participants; they can also view or enter the template (or session). When participants join an
environment template (or session), their actions are controlled by their user IDs. They are only allowed
to perform Active System Manager application functions for which they have permission. Your Active
System Manager administrator can verify what permissions have been granted to a user.

Exporting Templates

To export a template, perform the following steps:

1. On the Active System Manager menu bar, click Templates.
2. Select a template, in the Action column, click the Select Action drop-down list, and select Export.
3. Click Save to save the file to your local desktop.

The Export Template_Example of a Single Template Definition page displays; see Figure 5-9.
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Figure 5-9 Export Template_Example of a Single Template Definition

W & ‘ @C:\Ducuments and SettingsivittoriadiMy Documentst,... ‘ |

[ IR

<?xml version="1.0" encoding="UTF-8" 7>

<topology description="" ismaster="false" key="_1" name="2-Picos-By-Type" xmins="http:/ /www.lumenare.com/labmagic/v1_2/ndl"
xmins:xsi="http:/ /www.w3.0rg/2001/XMLSchema-instance" xsi:schemalocation="http:/ /www.lumenare.com/labmagic/v1_2/m

http://www.lumenare.com/labmagic/v1_2/ndl/ndl.xsd">

<device description="None" key="_19" manufacturer="Pico" mode/="Box400" name="BOX2">
<interface description="" key="_11" name="Fibre Channel LW-portl" type="Fibre Channel LW" />
<interface description="" key="_15" name="Fibre Channel LW-port5" type="Fibre Channel LW" />
<interface description="" key="_18" name="Fibre Channel LW-port8" type="Fibre Channel LW" />

</devices

<device description="Nene" key="_10" manufacturer="Pico" model="Box400" name="BOX1">
<interface description="" key="_5" name="Fibre Channel LW-port4" type="Fibre Channel LW" />
<interface description="" key="_27" name="Fibre Channel LW-porté" type="Fibre Channel LW" /=
<interface description="" key="_9" name="Fibre Channel LW-port8" type="Fibre Channel LW" />

<fdevicex

<ink description="" key="_21" name="Link_2" type="">
<interfaceref category="Fibre Channel LW-port8" ref="_9" /=
<interfaceref category="Fibre Channel LW-port8" ref="_18" />

<flink>

<link description="" key="_20" name="Link_1" type="">
<interfaceref category="Fibre Channel LW-porte" ref="_7" />
<interfaceref category="Fibre Channel LW-port5" ref="_15" /=

<flink=

<link description="" key="_22" name="Link_3" type="">
<interfaceref category="Fibre Channel LW-port4" ref="_5" />
<interfaceref category="Fibre Channel LW-portl" ref="_11" /=

=flink>

<attribute name="executeAllScripts" refs="_1" xsi:type="stringAttributeType":=
«value=false</value=

<fattribute

<attribute name="scriptl" refs="_1" xsi:type="stringAttributeType"=
<value=http://repol/scripts/cgi-bin/sanity.pl</value>

</attribute>

=<attribute name="topologySetUpScript’ refs="_1" xsi:type="stringAttributeType">
<value />

<fattribute=

<attribute name="topologySetUpTimeInMinutes" refs="_1" xsi: type="stringAttributeType"=
«value=0</values

</attribute=

<attribute name="topologyTearDownScript" refs="_1" xsi: type="stringAttributeType">
<value />

The export output displays in a separate window or can be saved to your desktop; see Figure 5-9 for an
example.

Templates
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Reserving Templates

’. To reserve a new template, perform the following steps:
9, 1. On the Active System Manager menu bar, click Templates.

2. Select a template, in the Action column, click the Select Action drop-down list, and select Reserve.

The New Session page displays; see Figure 5-10.

Figure 5-10  New Session
New Session

Select Template

Selected Template Logical Template With Two VMs Con

Select Template

Selected Template Logical Template With Two VMs Con

Templates

Update Date/Time

h Two Vs logical admin Thu 10 Jan 2013 11:59 PST

Select Date, Time, and Duration

Physical Sessions* Select |Z| Please associate template with running physical session.
This is a mendatory field.

Behavior As soon as possible (ASAP) E|

Duration 0 |Z| Days |1 |z| Hours |0 E| Minutes

[ include setup and teardown time within session time

Continue Schedule Cancel

Continue to configure optional parameters...

3. Select a template from the list, or from the Search field to filter the list. Click any particular template
in the list to display the Template Report for your selected template.

4. Select a time frame to schedule the new template:

* Behavior: As Soon As Possible (ASAP), ASAP within fixed time frame, Fixed start and end date,
Permanent Session

* Duration: Days, Hours, Minutes
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Include Setup and Teardown time in overall scheduling time

Eﬁ’ Note You can adjust the scheduling behavior based on user preferences. The Scheduler can automatically

perform extra scheduling when no solutions are reported, including identify preemption or running
ASAP scheduling.

5. Decide to continue to set more options or schedule with existing settings:

Optional. Click Continue to display more options to set (see Figure 5-11) and go to step 6 on
page 5-14.

The optional parameters for a template allows you to add participants to your session, disable the
OS image load at the beginning of the session, and include more detailed date/time instructions.

Click Schedule with the settings you just configured and go to step 7 on page 5-15. (The scheduling
results will display; see Figure 5-13 for an example.)
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Figure 5-11 Scheduling Options

New Session | Options

Participants
. USERNAME FIRST NAME LAST NAME Remave ]
Scheduling

The scheduler can prioritize results based on different factors.

Number of time slots options requested 1 -

el

Minimum time between options lda

Scheduler priority | Multiple Times =
Identify Preemption Opportunities | Mo *
Mode | Fixed ph
Priority | 1—¢

Provisioning Parameters

Edit Provisioning Parameaters.

-~
Elements LEVEL NAME VALUE =

Test_workflow namel e E i g

T namel0 |va|ueB |
— namell |va|ue? | L

@145 2 1 name12 |valusa |
== Link_1 namel3 |va|u99 |
nameld |va|ue1U |

namel5 |va|ue11 |

namel |va|ue12 |

namel? |va|ue13 |

1

Schedule Exit

E Note Required properties must be set before scheduling can occur.

6. Optional. If you clicked Continue, perform the following steps:

a. In the Participants section, select and organize participants; see the “Managing Participants via
Custom Search” section on page 5-9.
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b. Click OK to return to Figure 5-11 (scheduling options).

c. Inthe Scheduling section, prioritize and schedule results based on the following factors:

Determine the number of time slot options requested: 1 (default), 5, 10, 20, 50.

Determine the minimum time between options. The default value is 1 day and cannot be
modified.

Determine the scheduling priority: Multiple Times or Multiple Resources.

If you specify more than one time slot and also select the Multiple Times option, all of the
solution time slots are for a different start time. The scheduler looks for a solution in each time
interval possible and tries to provide as many time separated options as it can. The resources
identified in all these solutions can be same or they may be different.

If you specify more than one time slot with the Multiple Resources option, then for every time
interval possible, the scheduler tries to identify the maximum number of options possible in that
time frame with different set of resources, until the maximum number of required solutions have
been identified. If the number of solution-identified time slots are less than the required number
of solutions, then the scheduler tries the next possible time slot and repeats the same cycle. The
scheduler guarantees that if more than one solution is identified for a time slot, then each such
solution differs in its resources. Solutions in different time slots may or may not have same set
of resources.

Identify preemption opportunities—When you set this option to Yes, if no perfect solution is
identified, then the scheduler tries to identify solutions that can be achieved if existing sessions
are canceled.

7. Click Schedule to display the resulting page; see Figure 5-12.

Templates
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Figure 5-12  Scheduler Settings
New Session

Schedule Request

Template Mame Test_workflow
Session Type Session
Eehavior

Duration 1 hour(s)
Setup and Teardown Time Not Included

Scheduler Results

The scheduler has found tentative start and end time(s) based on your requirements. The first option has been selected by default. Select the view button to see the

resource details.

SELECT SETUP TIME START TIME END TIME RDOWN TIME
1L ® Thu 31 May 2012 Thu 31 May 2012 Thu 31 May 2012 Thu 31 May 2012 Q
15:24 15T 15:24 15T 16:24 15T 16:24 15T

Session Name

[aUTO1338373639500 | coptionan

Provisioning Properties

The following provisioning properties are available in your environment.

namel [ NNl

namell [valueﬁ
namell [value?
namel? [values
namel3 [valuea
nameld [valuem

RESERVE BEAT )
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You receive one of three possible responses at this time:

If the request can be satisfied, you see a list of session time options.

If a non-preemptive request cannot be satisfied, you are informed of this. For an explanation of how
the scheduler works, and how to resolve problems encountered in scheduling sessions, see
“Identifying Scheduling Issues” section on page 4-10

If other sessions conflict with a preemptive request, a list of possible sessions using resources
already assigned to other sessions displays.

These cases are described as follows:

If the equipment you requested in your template is available, the New Session dialog displays.

In addition to possible start and end times, the setup and clean up time needed for your template
display. These times are computed based on setup and cleanup times specified for each resource type
in the template by its resource file.

Select the session that you prefer. Your choices are displayed sorted by start time. To see the
Scheduled Session Results Report, which shows the resources that were used in the selected session
solution, click View.

Optional. In the Session Name field, enter a name for the session. If not entered, a default name will be
assigned at the time of session creation.

If available, the Provisioning Properties section displays all custom-level session properties for your
environment. These properties are customized by your administrator. Some properties are required;
some are optional. Those marked with an asterisk (*) are required.

Click Revise to modify your settings, or click Reserve to schedule this template.

The list of sessions display by default; see Figure 5-13.

Figure 5-13  Confirmed Status
SESSION OWNER CREATED ON START TIME END TIME STATUS ACTION BATCH
AUTO1338371686845 agmin Wed 30 May 2012 Wed30May 2012 Thu 31 May 2012 RUNNING SelectAction &
Test_workflow 15:2415T 15:2415T 15:2415T <D
AUTO1338374535209 agmin Wed 30 May 2012 Wed 30 May 2012 Wed 30 May 2012 RUNNING Select Action &
Santosh_test 16:12 15T 16:12 15T 17:1215T <D
AUTO1337580700758 admin Mon 21 May 2012 Mon 21 May 2012 Tue 22 May 2012 FAILED Select Action %
santosh_01_1121 11:41 15T 11:41 15T 11:41 15T
AUTO1338196481337 admin Mon 23 May 2012 Mon 23 May 2012 Tue 29 May 2012 FAILED Select Action 2
Test_workfiow 14:44 15T 14:44 15T 14:44 15T
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Deleting Templates in Bulk

To delete one or more templates, perform the following steps:
1. On the Active System Manager menu bar, click Templates.
2. Click to select the Delete check box next to each template to delete, and then click Delete.

You are prompted to confirm the selected deletion; see Figure 5-14.
Figure 5-14  Delete Template

Delete Template

You are about to delete the following template(s):

NAME
AUTHOR IMPORTED ON
DESCRIPTION
vsaini_non_admin_topo wvsaini Tue 27 Mar 2012
03:58 PM IST
Topology_01 admin Tue 27 Mar 2012
06:22 PM IST
dummy dummy Wed 28 Mar 2012
04:04 PMIST
kgarg kgarg Wed 28 Mar 2012
04:24 PMIST

O bont show me this prompt the next time | delete a template.

Delete Exit

3. Click the Don’t Show Me this prompt the next time I delete a template check box to skip this
confirmation page in the future.

4. Click Delete to remove the selected template.
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Chapter 6

Resources

The Active System Manager administrator can define new resources and resource types, and modify
various parameters for the resources in the environment by using the Resources (menu) functions. This
chapter describes the three resource types available in the Active System Manager software, as well as their
respective functionality.

Before you add equipment to your resources, information describing a resource type must already have
been added to the Active System Manager application. The process of adding a resource type to the Active
System Manager is called integration, and resource types that have been successfully added are said to be
integrated. The Active System Manager web portal allows for adding and managing resources, and
integrating and managing resource types.

E&e Note All types of resources that are listed on the Resources sub-menu can be sorted and filtered.
The only way to create, add, or modify all resource types, and manage and control
equipment, is with the Inventory perspective. The Inventory perspective creates links
between control and managed equipment. For more information, see the Active System
Manager Online Help.

When a resource has been added to the Active System Manager application, it becomes part of the
Inventory. Inventory consists of three components:

* Resources > Managed
¢ Resources > Control

* Resources > Resource Type

Resources > Managed

Managed resources have been added to the inventory and are visible to the scheduler for possible inclusion
in a session. These resources are available to be added into a template with the Templates perspective.
These include a special type of resource, called a composite resource. A composite resource is made up of
components.

These components are part of the Active System Manager’s inventory, but they can only be viewed or
managed in the Inventory perspective; they are not visible using the browser interface. For more
information on composite resources and components, see the Active System Manager Online Help.

Resources

6-1



Resources > Managed

To access the managed equipment, currently available in the inventory, on the Active System Manager
menu bar, click Resources.

The Managed page displays (by default) the list of managed equipment currently available in the
inventory; see Figure 6-1:

*  Manufacturer and Model—Information for this resource.

* Asset Tag—Code that uniquely identifies a particular piece of equipment.
* Ver.—Resource version number.

*  Name—Name of a particular piece of equipment.

* Action—View, Update and Export actions on that particular resource.

+ Batch—Option to select Resource for deletion either single or in bulk.

Figure 6-1 Managed Equipment (Resources)

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Managed Equipment Update Links ) + New
Custom Filtering » 10 per page % Page 1of4 | >
Filter Off Batch Operations
MANUFACTURER & MODEL ASSET TAG VER. HAME ACTION BATCH

[0} Dell FDRBQV1 1 Host4.gpoc.com Select Action #
EladeServer

@ Dell 4DRBCVA 1 localhast e
BladeServer

@ Dell GZPBQV1 1 server7.gale.gpoc. Select Action &
BladeServer com

@ Dell 21MDTV1 1 21MDTVA e
BladeServer

@ Dell HOMDTV1 1 serverd.pale.gpoc. Select Action. &
EladeServer com

@ Dell GDRBQY1 1 server?.gale.gpoc. Select Action =
EladeServer com

@ Dell 6ZPBOV 1 servers.gale.gpoc. R
EladeServer com

@ Dell 36VBQV1 1 Host3.gpoc.com Select Action *
EladeServer

@ Dell DellChassis1 1 cmc-CGJFQV1 Select Acton 2
Chassis

@ Dell PS61105torage 1 PsS61105torage Select Acton &

Equall ogic-PS6110

Top of Page +
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Resources > Managed

The following operations can be performed on a Managed Equipment Resource type:
* Creating Managed Equipment

» Updating Managed Equipment Links

 Filtering Managed Equipment

* Navigating Managed Equipment

* Sorting Managed Equipment

* Deleting Batch Operations

* View, Update, or Export Resources

Creating Managed Equipment

Before adding a resource to your inventory, its resource type must already be known to the Active System
Manager application. For more information, see the “Creating a New Resource Type” section on page 6-22.

To add managed equipment to the environment, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Managed > New to add managed
equipment to display the Import Resource Inventory page; see Figure 6-2.

Figure 6-2 Import Resource Inventory

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Manaped Control Resource Type

Import Resource Inventory

Choose Resource Inventory File

Select a valid file from your computer. It will be imported into your environment as a new Resource.

Choose File | No file chosen

Domain
Choose Domain System =

2. Click Choose File to select a valid resource type file from your computer.
This file will be imported into your environment as a new resource.

3. Inthe Domain section, select a domain to associate with the resource, and select a valid domain (central
or remote).

Resources
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Resources > Managed

4. Click Import.

When the resource is successfully integrated, the updated resource displays. You may need to click to
an earlier or later page in the list to find the new imported resource.

Ee Note The first resource you import for a specific type of equipment automatically becomes active.

Updating Managed Equipment Links

For each connection, the DISLINK lists an interface on a “from” resource that is connected to an interface
on a “to” resource. Each resource interface is specified by the location associated within its resource type
file. When you add a new piece of managed or control equipment to your environment, Active System
Manager must be informed of any changes to the physical connections in the environment.

The first time that you add links to the Active System Manager application, you may create one DISLINK
file or a set of files to include all of the connections currently present in your environment. It is a matter of
convenience whether to enter all of your connections in one file, or group sets of connections in separate
files to be added separately. When you add equipment, you can create a new DISLINK file that reflects just
the new connections that you have added.

Eg Note When Active System Manager performs an update links operation, it builds on the
s connections that it has already learned, so it adds the new links to its existing database.
Repeating a connection is acceptable; it does not cause any problems.

If you remove some connections in the environment, you can tell Active System Manager to do the same.
Just create a DISLINK file with the links to be removed, and tell Active System Manager to disconnect
them as described in the following procedure. If you are changing existing connections, disconnect the old
links in Active System Manager before adding the new links, to make it easier to keep track of what you’ve
done.

To add or remove links in your environment, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

2. Click Update Links to display the Import Links Definition page; see Figure 6-3.
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Resources > Managed

Figure 6-3 Update Links

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Control Resource Type

Import Links Definition

Operation

Your Link Definition document defines links to be connected or disconnected, please precise the nature of the operation
® connect Links O Disconnect Links

Choose Connection File

Select a valid file from your computer. It will be imported into your environment and links will get updated based on its content.

| |[ Browse ..

3. In the Operation section, connect or disconnect the links listed in your DISLINK file:
* Click the Connect Links option to add the links.
* Click the Disconnect Links option to “subtract” the links from the database.

4. Depending on your browser, in the Choose Connection File section, click Browse (or click Choose
File) to navigate to the DISLINK file.

5. Click Import.

When the links are successfully updated, you are returned to the Managed Equipment list.

ﬁ Note There is never a problem with conflicting links. Whenever a different connection is
X specified for an interface with an existing link, the new connection overrides it.

Filtering Managed Equipment
To filter search results for Managed Equipment, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

2. Click Custom Filtering. The Custom Filtering page displays; see Figure 6-4.
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Resources > Managed

Figure 6-4 Custom Filtering

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Managed Equipment Update Links | ( + New
Custom Filtering » 10 per page % Page 1of 4 | »
Manufacturer Condains s
Display Name Contais s
Model Contains :

@ Add More Filters

- 7 B
| Apply Filter \I Clear Filter X

Filter Off [ Delot

N
Batch Operations wl

3. Click the Manufacturer, Display Name, and Model drop-down lists, as appropriate, and apply
contains or is filter.

4. Click Apply Filter to display search results after filtration.
The Filter Off button displays the status of filter as On or Off.

Navigating Managed Equipment
To navigate Managed Equipment result pages, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

2. Click the navigation panel to select number of records to be displayed per page; see Figure 6-5 as an
example.

Figure 6-5 Navigation Panel

10 per page % Page 1 of 3

3. Click the forward or backward arrow to navigate to pages sequentially, or click Page to display a
drop-down a list of all pages. Click the page number to navigate to directly.
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Resources > Managed

Sorting Managed Equipment

To sort managed equipment search results, perform the following steps:

1.

On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

Click any arrow displayed next to a heading row to sort results; see Figure 6-6 where you can click an
arrow next to any of the headings displayed.

Figure 6-6 Sort Heading Row

MANUFACTURER & MODEL ASSET TAG VER. NAME

Deleting Batch Operations

To delete one or more resources in batches/bulk, perform the following steps:

1.

On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

2. In the Batch column, select one or more resources to delete and click Delete; see Figure 6-7.

Figure 6-7 Deleting Batch Operations

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Managed Equipment Update Links ) (% New
Custom Filtering » 10 per page % Page 1of 4 | »
f i =

Filter Off Batch Operations LS5
MAHUFACTURER & MODEL ASSET TAG VER. HAME ACTION BATCH

@ Dell FDRBQW1 1 Host4.gpoc.com Select Action & o
BladeServer

@ Dell 4DRBQV1 1 localhost Select Action & o
BladeServer

@ Dell GZPBQY1 1 server7.gale.gpoc. ey
BladeServer com

@ Dell 21MDTW4 1 Z1MDTV Select Action %

BladeServer

The Delete page displays; see Figure 6-8.

Resources
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Resources > Managed

Figure 6-8 Deleting Batch Operations

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Delete

You are about to delete the following inventory:

MANUFACTURER & MODEL ASSET TAG VER. NAME
Dell BladeServer FDREQY1 1 Host4.gpoc.com
Dell BladeServer 4DREQY1 1 localhost

[ Dot show me this prompt the next time | delete a resource.

3. Ifrequired, click the Don't show me this prompt the next time I delete a resource check box.

4. Click Delete to delete the selected resources in bulk.

View, Update, or Export Resources
The administrator can perform the following set of actions for each resource; see Figure 6-9.
» View Resources
» Update Resource Properties

» Export Resource Files

Figure 6-9 Managed Equipment Actions

MANUFACTURER & MODEL ASSET TAG VER. NAME ACTION

[O] 1534_test 1534 3 1 1534 3
1534 test

@ Audit AuditMG11 1 AuditMG11
Audit

@ Audit AuditMG22 1 AuditMG22 Select Action 2
Audit2

[O] CiscolUCSs SeralNo-435 1 Bladel-1 Select Action 4
Blade
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Resources > Managed

View Resources

The View action displays the following details of a specific resource:
* Resource Properties

e Availability

* Interface Definitions

* Power Supply Definitions

* Console Definitions

* File System Definitions

* Inventory Parameters

To view details of a particular Resource, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

2. Identify the resource to view, click the Select Action drop-down list and select View.

The View Details page displays; see Figure 6-10.
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Resources > Managed

Figure 6-10  View Details
View Detail : 1145 1(1145 1145)

Resource Properties

NAME MANUFACTURER MODEL RESOURCE TYPE VER. ASSET TAG VER. DOMAIN DESCRIPTION
B 1451 145 1145 1 1145 1 1 System
Availability
FROM T
Thu 31 May 2012 Fri 31 Dec 2021
15:58 IST 2359 15T

Interface Definitions

(Management interface is indicated with this symbol @)
NAME TYPE LOCATION LINKED TO INVENTORY PARAMETERS
10 Gigabit 10 Gigabit locationl Awvailable

Ethernet_ Ethernet
location1

Power Supply Definitions

NAME TYPE LOCATION LINK TO POWER CONTROLLER INVENTORY PARAMETERS

Console Definitions

NAME TYPE LOCATION LINK TO TERMINAL SERVER INVENTORY PARAMETERS

File System Definitions

NAME DESCRIPTION LOCATION INVENTORY PARAMETERS

Inventory Parameters

NAME DESCRIPTION VALUE

Update Resource Properties

You update the properties of a managed resource by editing its resource instance file. To update a resource
instance file, you must first export it (see the “Export Resource Files” section on page 6-11) from the Active
System Manager, make your changes in your XML editor, and then re-import the file to the Active System
Manager application using the Update feature.

To update resource inventory, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

2. Identify the resource to update, click the Select Action drop-down list, and select Update.

The Update Resource Inventory page displays; see Figure 6-11.
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Resources > Managed

Figure 6-11 Update Resource Type

3.

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Update Resource Inventory

Choose Resource Inventory File

Select a valid file from your computer. It will be imported into your environment and will update your current Resource properties.

Choose File | No file chosen

Click Choose File > Update.

Export Resource Files

The Export feature allows you to update resource instance files. To export a file, perform the following
steps:

1.

A

On the Active System Manager menu bar, click Resources > Managed to display the list of managed
equipment currently available in the inventory; see Figure 6-1 on page 6-2.

Identify the resource to update, click the Select Action drop-down list, and select Export.
Optional. Click Open With to open file for updates or click Save File to save file for updating.
In the Windows Save As page, specify a location for the file, and click Save.

Open the file in your preferred XML editor, edit the information, and save your file.

E Note The name and other attributes of this piece of equipment are specified in the XML

statements in the file, and are independent of the filename.

Resources
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Resources > Control

Resources > Control

Control equipment consists of resources that are not visible to the Active System Manager scheduler and
are used to manage resources in the environment. This includes resources such as compound matrix
switches, matrix switches, power controllers, and terminal servers.

To open Control sub-menu, on the Active System Manager menu bar, click Resources > Control; see
Figure 6-12.

Figure 6-12  Control Equipment

Active System Manager Welcome admin admin | L Profile | ? Help | [l Logout
Active Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Matrix Switches Update Links || + Hew
Custom Filtering » LEL TR Patch Panels | Terminal Servers | Power Controller | TFTP Servers | Hubs 10 per page ¥ Page 1 of 1
Tl inE Batch Operations (2

MANUFACTURER & MODEL ASSET TAG VER. NAME ACTION BATCH
@ Dell Dell_Force10_1 1 Dell_Force10_1 Select Action &

Force10-54810
@ Dell Dell_Force10_2 1 Dell_Force10_2 SR

Force10-54810

As shown in Figure 6-12, the following operations can be performed on Control Equipment Resource type:
* Creating Control Equipment

» Updating Control Equipment Links

» Filtering Control Equipment

» Navigating Control Equipment

» Sorting Control Equipment

* Deleting Batch Operations

* View, Update, or Export Control Equipment

There are seven types of control equipment. All functions are performed in the same way for each of the
types of equipment. To perform any action on control equipment, first select the sub-sub-menu for the type
of resource (matrix switch, patch panels, terminal server, power controller, TFTP server, or hub) and
continue with the desired function.

E Note The best way to create, add, or modify all resource types is with the Inventory perspective.
S Also, the Inventory perspective can specify links between control and managed equipment
and create a DISLINK file.
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Resources > Control

Control equipment used in the Active System Manager-enabled environment includes:

Compound matrix switches
Matrix switches

Patch panels

Terminal servers

Power controllers

TFTP servers

Hubs

E Note You can only interact with control resources indirectly.

Creating Control Equipment

The procedure for adding new control equipment to the Active System Manager application is quite similar
to the procedure for adding managed equipment. This procedure is used for all types of control equipment.

To add new control equipment, perform the following steps:

1.

On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-13.

Figure 6-13  Matrix Switches

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Resource Type

Matrix Switches e (i
Custom Filtering » (EL SIS patch Panels | Terminal Servers | Power Controller | TFTP Servers | Hubs 10 per page % Page 1 of 1
Filter Off Batch Operations

MANUFACTURER & MODEL ASSET TAG VER. HAME ACTION BATCH
@ Dell Del_Force10_1 1 Dell_Force10_1 Select Action &

Force10-54810
@ Dell Del_Force10_2 1 Dell_Force10_2 Select Action &

Force10-54810

2. Click any of the other control equipment menus to manage the equipment. By default, Matrix Switches

is selected.

3. Click New to add Control Equipment to display the Import Resource Inventory page; see Figure 6-14.

Resources
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Resources > Control

Figure 6-14  Matrix Switch Resource Inventory Page

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY

Control

Managed

Resource Type

Import Resource Inventory

Choose Resource Inventory File

SETTINGS

Select a valid file from your computer. It will be imported into your environment as a new Resource.

Choose File | No file chosen

Domain
Choose Domain System -
armm— e

4. In the Choose Resource Inventory File section, click Choose File to select a valid resource type file

from your computer.

This file will be imported into your environment as a new resource.

5. In the Domain section, click the Choose Domain drop-down list and select a domain (central or

remote) to associate with the resource.

6. Click Import.

When the resource type is successfully integrated, the updated resource types displays. You may need
to click to an earlier or later page in the list to find the new type you have imported.

E Note The first resource type you import for a specific type of equipment automatically becomes

active.

The Active System Manager performs a “sanity check” to ensure that for the selected resource type, the
DIS file is compatible with the current resource type. When the resource is successfully created, the
Control Equipment list displays and it includes your new equipment.
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Resources > Control

Updating Control Equipment Links

To add or remove links in your environment, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. Click Update Links to display the Import Links Definition page; see Figure 6-15.

Figure 6-15  Update Links

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Import Links Definition

Operation

Your Link Definition document defines links to be connected or disconnected, please precise the nature of the operation
@® Connect Links © Disconnect Links

Choose Connection File

Select a valid file from your computer. It will be imperted into your envirenment and links will get updated based on its content.

| ” Browse..

Exit

3. Connect or disconnect the links listed in your DISLINK file:
¢ Click the Connect Links radio button to add the links.
¢ Click the Disconnect Links radio button to remove the links from the database.

4. Depending on your browser, use the Browse feature (or click Choose File) to navigate to the DISLINK
file.

5. Click Import.

When the links are successfully updated, you are returned to the Control Equipment list.

ﬁ Note There is never a problem with conflicting links. Any time a different connection is specified
X for an interface with an existing link, the new connection overrides it.
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Resources > Control

Filtering Control Equipment

To filter search results for Control Equipment, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. Click Custom Filtering.

The Custom Filtering page displays; see Figure 6-16.

Figure 6-16  Custom Filtering

10perpage = DageofS >

Manufacturer Contains ¥
Display Name Contains v
Model 4
© Add More Filters
State:| ALL i

Anply Filter Clear Filter

" Filter off Batch Operations

3. Click the Manufacturer, Display Name, and Model drop-down lists, as appropriate, and apply
contains or is filter.

4. Click the State drop-down list and select APPLICABLE, ACTIVE, FUTURE, or OBSOLET.
5. Click Apply Filter to display search results after filtration.
The Filter Off button displays the status of filter as On or Off.

Navigating Control Equipment

To navigate Control Equipment result pages, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. Click the navigation panel to select number of records to be displayed per page; see Figure 6-17 as an

example.
Figure 6-17  Navigation Panel

10 per page % Page 1 of 3

3. Click the forward or backward arrow to navigate to pages sequentially, or click Page to display a
drop-down a list of all pages, or click the page number to navigate to directly.
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Resources > Control

Sorting Control Equipment

To sort Control Equipment search results, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. Click any arrow displayed next to a heading row to sort results; see Figure 6-18 as an example.

Figure 6-18  Sort Heading Row

MANUFACTURER & MODEL ASSET TAG VER. NAME

Deleting Batch Operations

To delete one or more resources in batches/bulk, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. In the Batch column, select one or more resources to delete and click Delete; see Figure 6-19.

Figure 6-19  Deleting Batch Operations

‘You are about to delete the following inventory:
MANUFACTURER & MODEL ASSET TAG VER. NAME
1145 _matrix 1145_matrox 1145 matroe_1 1 1145 matrix_1

[ bont show me this prompt the next time | delete a resource

Exit

The Delete page displays; see Figure 6-19.
3. Ifrequired, click the Don't show me this prompt the next time I delete a resource check box.

4. Click Delete to delete the selected resources in bulk.
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Resources > Control

View, Update, or Export Control Equipment
The administrator can perform the following set of actions on each resource; see Figure 6-20:
* View Resources
» Update Resource Properties

» Export Resource Files

Figure 6-20  Managed Equipment Actions

Matrix Switches Update Links ) (@ New
cusiomeinering » ) | cws [ ..cnancis | rerminaiservers power controner | trrpseners [ mws |
T Batch Operations i pags[ 1 Jor1
MANUFACTURER & MODEL ASSET TAG VER. NAME ACTION BATCH

@ 1145_matrix 1145_matrix_1 1 1145_matrox_1 Select Action &

= 1145_matrix

@ RouteSwitch RouteSwitch_01 1 RouteSwitch_01
= RouteSwitch

View Resources
The View sub-menu displays the following details of a specific resource:
* Resource Properties
* Availability
* Interface Definitions
* Power Supply Definitions
* Console Definitions
» File System Definitions
* Inventory Parameters
To view details of a specific resource, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. Identify the resource to view, click the Select Action drop-down list, and select View.

The View Details page displays; see Figure 6-21.
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Resources > Control

Figure 6-21 View Details

View Detail : 1145 matrix_1(1145 matrix 1145 matrix)

Resource Properties

NAME MAI

MODEL

B 1145_matric_1 1145_matrix 1145 _matrix

Availability

FROM

Tue 1 May 2012
1258 1ST

Interface Definitions

(Management interface is indicated with this symbol @)
NAME TYPE

10 Gigabit Ethernet_locationl

10 Gigabit Ethernet_location10

10 Gigabit Ethernet_location2
10 Gigabit Ethernet_location3

10 Gigabit Ethernet_locationd
10 Gigabit Ethernet_locations
10 Gigabit Ethernet_locationé
10 Gigabit Ethernet_location?
10 Gigabit Ethernet_location8

10 Gigabit Ethernet_locationd

Power Supply Definitions

NAME TYPE LOCATION LINK TO POWER CONTROLLER

Console Definitions

NAME TYPE LOCATION LINK TO TERMINAL SERVER

File System Definitions

RESOURCE TYPE VEI

LOCATION

10 Gigabtt Ethernet

10 Gigabtt Ethernet

10 Gigabit Ethernet

10 Gigabtt Ethernet

10 Gigabtt Ethernet

10 Gigabit Ethernet

10 Gigabit Ethernet

10 Gigabit Ethernet

10 Gigabtt Ethernet

10 Gigabit Ethernet

NAME DESCRIPTION LOCATION

Inventary Parameters

NAME DESCRIPTION

Fri 31 Dec 2021

ASSET TAG VES
1145_matrix_1 1 System

LINKED TO INVENTORY PARAMETERS
Iocationl Asset Tag: 1145_1(1)

on Interface Location (locationl)
location1C HAvailable
location2 Asset Tag: 1145_2(1)

on Interface Location (Jocationl)
Iocation3 Asset Tag: 1145_3(1)

on Interface Location (locationl)
locationd HAvailable
locations Available
location® Available
location? Auailable
location8 HAvailable
locationd Avaiable

INVENTORY PARAMETERS

INVENTORY PARAMETERS

INVENTORY PARAMETERS
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Resources > Control

Update Resource Properties

You can update the properties of a Controlled resource by editing its resource instance file. To update a
resource instance file, you must first export it (see the “Export Resource Files” section on page 6-20) from
Active System Manager, make your changes in your XML editor, and then re-import the file to the Active
System Manager application using the Update feature.

To update resource inventory, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

2. Identify the resource to update, click the Select Action drop-down list, and select Update.

The Update Resource Inventory page displays; see Figure 6-22.

Figure 6-22  Update Details

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Update Resource Inventory

Choose Resource Inventory File

Select a valid file from your computer. It will be imported into your environment and will update your current Resource properties,

Choose File | No file chosen

-

-“. "‘ Exit

3. Click Choose File > Update.

Export Resource Files
Export feature allows you to update Resource Instance file. To export file, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Control to display the Matrix Switches
page (the default page that opens); see Figure 6-12 on page 6-12.

Identify the resource to update, click the Select Action drop-down list, and select Export.
Optional. Click Open With to open file for updates or click Save File to save file for updating.

In the Windows Save As page, specify a location for the file, and click Save.

wook wn

Open the file in your preferred XML editor, edit the information, and save your file.

E’g Note The name and other attributes of this piece of equipment are specified in the XML
S statements in the file, and are independent of the filename.
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Resources > Resource Type

The Resource Type page includes all the resource types that have been integrated into the Active System
Manager application. When a resource is added to either control equipment or managed equipment, it is
based on a resource type that has been integrated. Each resource has an availability period that defines when
the resource is available for use.

A resource type must be integrated in to the Active System Manager application before it is available as a
basis for adding new managed and control resources to the inventory.

To open the Resource Type page, on the Active System Manager menu bar, click Resources > Resource
Type; see Figure 6-23.

Figure 6-23  Resource Type

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Control Resource Type

Resource Type o
Custom Filtering » = Page 1of2 | >
Filter Off
MANUFACTURER & MODEL IMPORT DATE ACTION BATCH
Dell Fri 22 Feb 2013 SR
BladeServer 01:10 PST

Inventory Import : Resource
type automatically created.

Dell Fri 22 Feb 2013 Seloct Action *
Chassis 01:10 PST

Inventory Import : Resource

type automatically created.

Dell Fri 22 Feb 2013 S
Equallogic-P56110 01:06 PST

Inventory Import : Resource

type automatically created.

Dell Fri 22 Feb 2013 S
EquallogicStoragePool 01:23 PST
Dell Fri 22 Feb 2013 Select Action &
Force10-54810 01:02 PST

Inventory Import : Resource
type automatically created.

Dell Fri 22 Feb 2013 ST
10A 01:10 PST

Inventery Import : Resource

type automatically created.

Dell Fri 22 Feb 2013 Select Action %
Servers 01:22 PST
VMware Fri 22 Feb 2013 Select Action &
Hast 03:53 PST

Inventery Import : Resource
type automatically created.
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As shown in Figure 6-23, the following operations can be performed on a resource type:

Creating a New Resource Type
Filtering a Resource Type
Navigating Resource Types
Sorting Resource Types
Deleting Batch Operations

Update or Export Resource Types

Creating a New Resource Type

A new resource and its characteristics are specified by a resource type file.

To integrate a new resource type, perform the following steps:

1.

On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

The following information is extracted from the resource type file:
*  Manufacturer and Model—Information for this resource.
* Import Date—Date the resource was imported.

Click New to integrate a new resource type to display the Import Resource Type page; see Figure 6-24.

Figure 6-24  Import Resource Type

Import Resource Type

Choose Resource Type

Select a valid Resource Type file from your computer. Itwill be imported inte your resource type environment as a new Resource Type.

|[ Browse ..

Release Notes

Please specify some release notes associates to this Resource Typs.

In the Choose Resource Type section, click Browse and enter the resource type file to use. The
resource type should be a .jar (Java archive) file that includes the XML description of the resource, plus
the graphic file of the resource type’s icon that is referred to in the XML.
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4. Inthe Release Notes ficld, enter a description for the resource type to update. The Active System

Manager automatically assigns it a version number, and keeps track of the date and time that the file
was imported.

Click Import.

When the resource type is successfully integrated, the updated resource type listing page displays. You
may need to click to an earlier or later page in the list to find the new type you have imported.

Filtering a Resource Type

To filter search results for Resource Type, perform the following steps:

1.

On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

Click Custom Filtering. The Custom Filtering page displays; see Figure 6-25.

Figure 6-25  Custom Filtering

Custom Filtering » | loperpage % Page of1s | >
Manufacturer | Contains s
Creation Time | Created before s x
Model | Contains 3 x
@ Add More Filters

Apnly Filter Clear Filter x

ifilter Off Batch Operations |:3|E!|E!1E!.

Click the Manufacturer, Display Name, and Model drop-down lists, as appropriate, and apply
contains or is filter.

Click the Role drop-down list and select one of the following roles:
e Matrix Switch

* Managed Resource

* Ethernet Hub

» Power Controller

* Terminal Server

e TFTP Server

* Patch Panel

Resources
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5. Click Apply Filter to display search results after filtration.
The Filter Off button displays the status of filter as On or Off.

Navigating Resource Types

To navigate Resource Type result pages, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

2. Click the navigation panel to select number of records to be displayed per page; see Figure 6-26 as an
example.

Figure 6-26  Navigation Panel

10 per page % Page 1 of 3

3. Click the forward or backward arrow to navigate to pages sequentially, or click Page to display a
drop-down a list of all pages. Click the page number to navigate to directly.

Sorting Resource Types

To sort Resource Type search results, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

2. Click any arrow displayed next to a heading row to sort results; see Figure 6-27.

Figure 6-27  Sort Header

MANUFACTURER & MODEL IMPORT DATE

Deleting Batch Operations

To delete more than one Resource Types in batches/bulk, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

2. In the Batch column, select one or more resources to delete, and click Delete; see Figure 6-28.
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Figure 6-28  Deleting Batch Operations

Resource Type [+ New
( i ) 10perpage & - >
_ Custom Filtering » | 10 per pag | Page of1g | >
MANUFACTURER & MODEL IMPORT DATE ACTION EATCH
0000 Tue 3 Apr 2012 [ SelectAction 2| (v)
0000 (v1) 11:54 15T
0000 Tue 3 Apr 2012 [ SelectAction 2| L)
00001 (v1) 11:54 15T
1 Thu 29 Mar 2012 [ sSelectAction =] (¥]
1wl 16:241ST
1000 Fri 4 May 2012 [ SelectAction # m
1000_RT (v1) 18:13 IST

The Delete Resource Type page displays; see Figure 6-29.

Figure 6-29  Deleting Resource Types

Delete Resource Type

You are about to delete all versions of the selected Resource Type

NAME MANUFACTURER MODEL
GF00O0_RT
1 1 1

O pon't show me this prompt the next time | delete a Resource Type.

" Delete | Eit

3. Ifrequired, click the Don't show me this prompt the next time I delete a resource check box.

4. Click Delete to delete the selected resources in bulk.

Update or Export Resource Types

.‘ The administrator can perform the following set of actions on each resource type:
» Update Resource Types

* Export Resource Types

Update Resource Types

You update the properties of a resource type by editing its resource type file. To update a resource type file,
you must first export it from Active System Manager (if you do not already have access to a current copy
of the resource type file), make your changes in an XML editor, and then re-import the file to the Active

System Manager application using the Update feature.
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To update a resource type, perform the following steps:

1.

On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

Identify the resource to update, click the Select Action drop-down list, and select Update.

Figure 6-30  Updating a Resource

MANUFACTURER & MODEL IMPORT DATE ACTION BATCH
0000 Tue 3 Apr 2012 SelectAction %
0000 (v1) L5415T Select Action
Update
0000 Tue 3 Apr 2012 =m
00001 (v1) 154157
1 Thu 29 Mar 2012 Select Action &
1(v1) 16:241ST
1000 Fri 4 May 2012 Select Action &
1000_RT (v1) 18:1315T

The Update Resource Type page displays; see Figure 6-31.

Figure 6-31  Updating Resource Type

Update Resource Type

Choose Resource Type

Select a valid Resource Type file from your computer. It will be updated into your environment.
|[ Browse .. J

Release Notes

Please specify Some release notes associates to this Resource Typs.

In the Choose Resource Type section, click Browse and enter the resource type file to use. The
resource type should be a .jar (Java archive) file that includes the XML description of the resource, plus
the graphic file of the resource type’s icon that is referred to in the XML.

In the Release Notes ficld, enter a description for the resource type to update. The Active System
Manager automatically assigns it a version number, and keeps track of the date and time that the file
was imported.
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5. Click Update.

When the resource type is successfully integrated, the updated resource type listing page displays. You
may need to click to an earlier or later page in the list to find the new type you have imported.

Export Resource Types

Note The first resource type you import for a specific type of equipment automatically becomes
active.

To export a resource type, perform the following steps:

1. On the Active System Manager menu bar, click Resources > Resource Type to display all of the
managed resource types currently integrated in Active System Manager’s inventory display; see
Figure 6-23 on page 6-21.

2. Identify the resource to update, click the Select Action drop-down list, and select Export. The Export
page displays; see Figure 6-32.

Figure 6-32  Exporting Resource Types

Resource Type *

10 perpage =

Page of18 | >

Custom Filtering  »

MANUFACTURER & MODEL IMPORT DATE ACTION
0000

0000 (v1)

Tue 3 Apr 2012
11.541ST

Export H

0000 Tue 3

00001 (v1) 11:54 IST|

1 Thu 28 M.
1(v1)

‘You have chosen to open

| ] GFoDD_RT jar
which is a: Executable Jar File
From: http:fivoyager:41130

Would you like to save this file?

1000
1000_RT (v1)

Fri 4 May]|

151315

3. Depending on your browser, you are prompted to Save File or Cancel the file.
4. Click Save.

A file (.jar extension) is saved to your desktop. This file is a bundle of two files in a zipped, compressed
format: 1) an XML file, which is the resource type definition file and 2) a picture file used for the Active
System Manager application. For more information, see the Active System Manager User Guide.

Resources 6-27



Resources > Resource Type

6-28 Active System Manager Web Interface User Guide, Release 7.0



Chapter 7

Reports

The Active System Manager™ software has several built-in reports for tracking the usage of your
environment’s inventory. They are usually displayed in your default web browser and can be printed or
exported to PDF.

You can also use the Active System Manager software to create a wide array of custom reports. For

additional information on creating custom reports, refer to the available BIRT documentation.

Note For all reports, you can print the output from your browser. Use the Export information in PDF
format or the Export information in CSV format link to create a PDF file and display it in your
browser or create a CSV file. The PDF file can be printed or saved from the browser.

Figure 7-1 displays reports accessible to the administrator and Figure 7-2 displays reports accessible to the
non-administrator Users:

Reports
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Figure 7-1 Administrator Reports

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Reports

GORY REFORT NAME

HTML Custom Report Custom Reports
This report lists custom designed reports.

HTML Inventory Control Equipment Summary Report
This report shows summary information for control inventory equipment.

HTML Inventory Inventory Link Detail Report
This report shows Inventory Links.

HTML Inventory “anaged Equipment Summary Report
This report shows summary information for managed inventory equipment.

HTML Inventory wanaged Equipment Detail Report
This report shows detailed information for managed inventory eguipment.

HTML Security User Management Report
This report shows user details.

HTML Session Detailed Session Report
This report shows detailed information of sessions used by selected users.

HTML Template Template Utilization Report
This report shows details of top templates used by selected users.
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HOME

Figure 7-2

SESSIONS TEMPLATES

Reports

CATEGORY

Non-Administrator User Reports

REPORTS

REPORT MAME

HTML

HTML

HTML

HTML

HTML

Inventory

Inventory

Inventory

Inventory

Report

Managed Equipment Summary Report

This report shows summary information for managed inventory equipment.

Managed Equipment Detail Report
This report shows detailed information for managed inventory eguipment.

Control Eguipment Summary Report
This report shows summary information for control inventory equipment.

Inventory Link Detail Report
This report shows Inventory Links.

Custom Reports
This report lists custom designed reports.

Table 7-1 displays the list of reports available to the administrator and non-administrator user:

Table 7-1  List of Administrator and Non-Administrator User Reports

Reports Administrator Non-Administrator User
Custom Reports X X

Control Equipment Summary Report X X

Detailed Session Report X

Inventory Link Detail Report X X
Managed Equipment Summary Report X X
Managed Equipment Detail Report X
Template Utilization Report X

User Management Report X
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Custom Reports

Active System Manager

Active Infrastructure Management

The Active System Manager server comes deployed with BIRT reporting services. For more information,
see the BIRT documentation. Administrators have the ability to deploy BIRT reports and make them
available to their end users. Those reports are accessible using the following procedure.

To run a custom report, on the Active System Manager menu bar, click Reports > Custom Reports.

The web portal report displays with a list of deployed reports; see Figure 7-3.

Figure 7-3 Custom Report Example

‘Welcome Mike Bentley 1 Profile ? Help ﬁ] Logout

SESSIONS TEMPLATES REPORTS

Custom Report

IMPORT DATE ALTHOR
Thu 21 Feb 2013 Gale Technologies @
Sample report used to test the BIRT viewer. 01:10 PST

Control Equipment Summary Report

The Active System Manager software provides two types of inventory equipment summaries: one for
managed equipment and one for control equipment. The Control Equipment Summary report displays
summary information on the control equipment in inventory on the current server. This report lists each
item of your control equipment, grouped by category (matrix switch, Trivial File Transfer Protocol [TFTP]
server, and so on). Any category of equipment that has no resources in it is skipped. For information
regarding the managed equipment report, see “Managed Equipment Summary Report” section on page 7-8
and “Managed Equipment Detail Report” section on page 7-9.

To run a Control Equipment Summary report, perform the following steps:
1. On the Active System Manager menu bar, click Reports > Control Equipment Summary Report.

The Control Equipment Summary Report for your environment displays in your web browser; see
Figure 7-4.
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Figure 7-4 Control Equipment Summary Report

. Active System Manager
@ Active Infrastructure Management
Control Equipment Summary Report for Lab '‘DEMO’ By user123

Mon 4 Mar 2013 21:43 PST
Please use the Print option from your browser to print this report.

Please ensure that 'Print background colors and images' is enabled in your browser.

Export information in PDF or C5V format

MATRIX SWITCHES: 2

Name Manufacturer Model Asset Tag Ver. Domain Description

Dell_Forcel0_1 Dell Force10-54810 Dell_Forcel0_1 1 System Dell Forcel0
Matrix Switch

Dell_Forcel0_2 Dell Force10-54810 Dell_Forcel0_2 1 System Dell Forcel0
Matrix Switch

This report lists each item of your control equipment, grouped by category (matrix switch, TFTP server,
etc.). Any category of equipment that has no resources in it is skipped.

Inventory Link Detail Report

The Inventory Link Detail report lists each of the links to your equipment, by resource. You can filter the
resources used for creating the report in the dialog box provided by your web browser.

To run an Inventory Link Detail report, perform the following steps:
1. On the Active System Manager menu bar, click Reports > Inventory Link Detail Report.

The Inventory Link Detail report filter options dialog box displays in your default web browser; see
Figure 7-5.
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Figure 7-5 Inventory Link Detail Report

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Inventory Link Detail

Filter Options

©) Managed Resources

@ Control Resources
Ethernet Hub
Patch Panel
|Power Controller
TFTP Server

m | »

1

@ Advanced Filter Options

~ = Aal
Manufacturer " @
Model | " @
Asset Tag y @
Display Mame " @
Role

Ethernet Hub

L3

State ALL a

Show only resources with links

Clear Exit

2. Modify the report filter options, as appropriate, and click Create.

Figure 7-6 displays an example of the report output.
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Figure 7-6 Inventory Link Detail Report Output Example

Active System Manager
Active Infrastructure Management

Inventory Link Detail Report for Lab 'DEMO’ By admin

Tue 5 Mar 2013 08:5% PST
Please use the Print option from your browser to print this report.
Please ensure that 'Print background colors and images' is enabled in your browser.
Export information in PDF or CSV format

Filter Criteria

All

Managed Resource

Dell Chassis cmec-CGJFOVT Managed Resource System

Mon 25 Feb 2013 15:48 PST / Fri 31 Dec 2021 23:5% PST

AUTO Link info TenGigabit TenGigabit Dell_Forcel0_1 (v1]  Dell/Forcel0-54810 TenGigabit TenGigabit
1361885957330.0 Ethernet Ethernet_1 Ethernet Ethernet 0/1
AUTO Link info TenGigabit TenGigabit Dell_Force10_2 (v1) Dell/Force10-54810 T igabi TenGigabit
1361885957390.3 Ethernet Ethernet % Ethernet Ethernet 0/1

Dell Equall ogic-P5 PS61105torage Managed Resource System
6110

Man 25 Feb 2013 15:46 PST / Fri 31 Dec 2021 23:59 PST

AUTO Link info 10Gigabit Eth0 Dell_Force10_1 (v1)  DelliForce10-54810 TenGigabit TenGigabit
1361885957390.2 Ethernet Ethernet Ethernet 0/2
AUTO Link info 10Gigabit Eth1 Dell_Force10_2 (vl) Dell/Forcel0-54810 TenGigabit TenGigabit
1361885957390.1 Ethernet Ethernet Ethernet 0/2

=]
=
=
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Managed Equipment Summary Report

The Managed Equipment Summary report displays summary information for the managed equipment in
inventory. For each item of your managed equipment, it displays its name, manufacturer, model, asset tag,
version, and description. This report lists the number of entries and those entries are alphabetically sorted
by Manufacturer and Model.

To run a Managed Equipment Summary report, perform the following steps:

1. On the Active System Manager menu bar, click Reports > Managed Equipment Summary Report
to display the Managed Equipment Summary report filter options dialog box; see Figure 7-7.

Figure 7-7 Managed Equipment Summary Report—Filter Options

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Equipment Summary Report

Filter Options

@ All Resources
@ Power Management Resources

) Resource Types

Please select from the following list of resource types.
Use Ctrl or Shift for multiple selection.
Dell BladeServer (Dell BladeServer) -

el Chassis (Dell Chassis)

ell Equallogic-P56110 (Dell Equallogic-P56110)
Dell 10A (Dell 104)
VMware Host (VMware Host)

) Resource Instances

Please select from the following list of resource instances.
Use Ctrl or Shift for multiple selection.

192.168.120.169 (VMware Host)
192.168.122.103 (VMware Host)
192.168.122.176 (VMware Host)
192.168.122.218 (VMware Host)
192.168.50.117 (VMware Host)
21IMDTV1 (Dell BladeServer)
36VBQV1 (Dell BladeServer) -

[

Report generation may take a few minutes. You may return to Active System Manager
while this report is being generated.

2. Modify the report filter options, as appropriate, and click Create.

Figure 7-8 displays an example of the report output.
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Figure 7-8 Managed Equipment Summary Report—Example

Active System Manager
@ Active Infrastructure Management
Managed Equipment Summary for Lab 'DEMO’ By admin

Tue 5 Mar 2013 09:03 PST
Please use the Print option fram your browser to print this report.

Please ensure that 'Print background colors and images' is enabled in your browser.

Export information in PDF or CSV format

MANAGED EQUIPMENT : 34

Name Manufacturer Model Asset Tag Version Domain Power Description
Mgmt.

GaleArray01- Dell EquallLogic- GaleArray01- 1 System No

Test P56110 Test

PS6110 Dell Equallogic- PS6110 1 System Nao Dell EquallLogic

Storage PS&110 Storage

21MO0TV1 Dell BladeServer 21MO0TV1 1 System No

cmec-CGJFQY1 Dell Chassis DellChassis1 1 System Na

server?. Dell BladeServer GZPBQV1 1 System No

gale.gpoc.

com

localhost Dell BladeServer 4DRBQV1 1 System No

servery. Dell BladeServer GDREQV1 1 System Nao

Managed Equipment Detail Report

The Managed Equipment Detail report lists the ports on each resource, what card they are located on, and
relationships that apply to them. Use this report to help you manage your environment physically and as a
network. In particular, this report provides the following information:

*  What cards are present on a resource?

*  What the location of each card is?

*  What ports are present?

*  Which ports are on which cards?

*  What is the total number of ports for each interface type?

*  What is the total number of ports for each card type?
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To run a Managed Equipment Detail report, perform the following steps:

1. On the Active Sy
display the Mana:

Figure 7-9 Mana

stem Manager menu bar, click Reports > Managed Equipment Detail Report to
ged Equipment Detail report—filter options; see Figure 7-9.

ged Equipment Detail Report—Filter Options

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Managed Equ

Filter Options

@) All Resources

ipment Report

@) Power Management

@ Resource Types
Please select from
Use Ctrl or Shift fo

the following list of resource types.
r multiple selection.

Dell BladeServer (Dell BladeServer) -
Dell Chassis (Dell Chassis)

Dell EqualLogic-PS6110 (Dell EquallLogic-P56110)

Dell 10A (Dell 10A)

ViMware Host (VMware Host)

) Resource Instances

Please select from

the following list of resource instances.

Use Ctrl or Shift for multiple selection.

192.168.120.169
192.168.122.103
192.168.122.176
192.168.122.218

(VMware Ho »
(VMware HolZ]
(VMware Ho
(VMware Ho

192.168.50.117 (VMware Hos
21IMDTV1 (Dell BladeServer)
36VBQV1 (Dell BladeServer) -

@ Port Types

Please select from the following list of port types.
Use Ctrl or Shift for multiple selection.

10GigabitEthernet -

GigabitEthernet

TenGigabitEthernet

Enter a comment that

will appear at the beginning of the report.

Report generation may take a few minutes. You may return to Active

System Manager while

this report is being generated.

2. Select one of the following Filter Options:

All Resources—Displays information for all managed resources in your inventory.

*  Power Management—Includes all equipment associated with the power management feature.

* Resource Types—Click this option and select one or more resource types.
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* Resource Instances—Click this option and select one or more resources to display.
* Port Types—Click this option and select one or more port types.

3. Optional. Enter a comment to appear at the beginning of your report.

4. Click Create to proceed.

The report can take a few minutes to generate; see Figure 7-10 for the report that displays.

Figure 7-10  Managed Equipment Detail Report Output Example

. Active System Manager
@ Active Infrastructure Management
Managed Equipment Detail Report for Lab '‘DEMO’ By admin

Tue 5 Mar 2013 17:13 PST
Please use the Print option from your browser to print this report.

Please ensure that 'Print background colors and images' is enabled in your browser.

Export information in PDF or CSV format

Filter Criteria

Show All Resources Yes
Power Management Resources No
By Resource Types Manufacturer/Model No
By Resource Instances Asset Tag No
By Port Types Port Type No

Go to summary

ASSET TAG: HMDTVH

Name Manufacturer/Model Ver. Domain Port Type Location Card Type

21MDTV1 Dell/BladeServer 1 System

ASSET TAG: 36VEQV1

Hame Manufacturer/Model Ver. Domain Port Type Location Card Type
Host3.gpoc.com Dell/BladeServer 1 System

Power Management: No

Availability Start End

Mon 25 Feb 2013 15:48 PST  Fri 31 Dec 2021 23:5% PST

The groups are separated from each other by a white space. For each port, the port location is displayed,
as well as the type of card that it is on and the location of the card.

There is also a summary report at the bottom that displays the total count of each interface type, and the
total count of each card type for which a name has been entered; see Figure 7-11.
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Figure 7-11 Summary Report

Summary Port Count
Interface Type Statistics

10GigabitEthernet 3
GigabitEthernet 100

TenGigabitEthernet 16

Summary Port Count
Card Type Statistics

Chassis 16
Equallogic-P56110 3

Host 100

User Management Report

There are two types of security management reports available:

» The User report lists all the administrators in the first section, and then all the (non-administrator) users
in the next section. Within each section, entries are listed alphabetically by last name, then first name.

* The Group Definition report lists all the groups that have been defined in the Active System Manager
software. For each group, every member is listed, as well as whether the member is an administrator or
user.

To run a User Management report, on the Active System Manager menu bar, click Reports > User
Management Report.

The User Management report displays in a new window, in your default web browser; see Figure 7-12. This
can take a few minutes. You can return to the Active System Manager software while the report is being
generated:
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Figure 7-12  User Management Report Example

User Management Report

Specify Date Range

@ Period

@

Last week

Specific Time
Start Date

(O |

End Date

Filter Options

@ Security Store
(A=

Groups

USERMAME FIRST NAME LAST NAME Remove

5. Click Run Report to generate the output; see Figure 7-13.
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Figure 7-13  User Management Report Output

BIRT Report Viewer

Bpdn

Showing page 1 of 1

41 4 P P Goto page:

User Management Report for Lab 'DEMO’

Report Information

Start Date - Tue 26 Feb 2013 22:29 PST
End Date - Tue S Mar 2013 22:29 PST

H
3
2
S
g
I
H
admin user1z3
User Name
%
g oozooo )
£ |
£ onaean |
=
g oo |
g omiomo
£ |
)
§ |
g omozze
= |
3 omoooo
2 admin user12s
User Name

Last Name, First Name

admin, admin 2dmin support@galetechnologies.com AL unimited

Bentley, Mike user123 user123@acme.org AL uniimited

Detailed Session Report

Total Usage
Time
00:17:31 00:06:47
00:00:12 00:00:06

Report generated on Tue 5 Mar 2013 22:29 PST
by user admin

I

The Detailed Session report lists the sessions associated with the environment. It includes interactive
features such as, on rendered pie chart, the user can click an individual segment to retrieve its corresponding

data only.
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To run a Session report, perform the following steps:

1. On the Active System Manager menu bar, click Reports > Detailed Session Report.

The Sessions Filter Options display; see Figure 7-14.

Figure 7-14  Detailed Session Report

Detailed Session Report

Specify Date Range

Period

Last week

LLd

Specific Time
Start Date at [ IZ| Hours UUE Minutes
End Date at 23|Z| Hours 59|Z| Minutes

Filter Options

Security Store
AL

LLd

Groups

LLd

Users

USERNAME FIRST NAME LAST HAME Remave

This filter works in the standard way for the Active System Manager software.

2. Ifno criteria is entered, then all sessions are included in the report.

You can perform an advanced filter search based on the parameters:

Owner
Template Name
Session Name

Status—Select one or more of the status values from the list (All, Active, Canceled). For example,
you can choose to see only sessions whose status is Running or Setting Up. You can press
Ctrl+click to select additional entries from the list. Press Shift+click to select a range of entries. If
you leave this field blank, then the field is not used as a selection criterion (that is, any value is
acceptable).

Reports
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Start Date—Select a start date by clicking on the calendar. Select “>” from the box at the beginning

of the line to select sessions that started after the specified date and time, or “<” to select earlier
dates.

End Date—Select an end date by clicking on the calendar. Select “>" from the box at the beginning
of the line to select sessions that ended after the specified date and time, or “<” for earlier dates.

Click the Show only my sessions check box for those sessions to display.

3. Click Create to display the Administrator Session Report for your environment; see Figure 7-15.

Figure 7-15  Detailed Session Report Output Example

BIRT Report Viewer
EX=E

Showing page 1 of 1

Detailed Session Report for Lab 'DEMO’

di 4 b I Gotopage:

Report generated on Tue 5 Mar 2013 22:36 PST
by in

Report Information

Start Date - Tue 26 Feb 2013 00:00 PST
End Date - Tue 5 Mar 2013 23:59 PST
Session details for admin (admin,admin) for the period of 2013-02-26 to 2013-03-05

Total Sessions: 3
Failed, 66.67% Failes

Running, 33.33%

The Detailed Session report displays in a new window, in your default web browser; see Figure 7-15. This
can take a few minutes.
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Template Utilization Report

The Template Utilization report displays details of top topologies used by selected users.
To run a Template Utilization report, perform the following steps:

1. On the Active System Manager menu bar, click Reports > Template Utilization Report; see
Figure 7-16.

Figure 7-16  Template Utilization Report

Template Utilization Report

Specify Date Range

@  Pperiod

Last week

@

Specific Time

Start Date i
5|
End Date i
EH|
Filter Options
@ Security Store
AL >
Groups
Users
] USERNAME FIRST NAME LAST NAME Remove
F

Specify Top Template Count

Top template count

10

2. Select the required information from the following parameters:
* Specify Date Range—Allows you to select a period of time or specific start and end times.
*  Period—Allows you to set the Utilization report on the prior week, or the last 30, 60, or 90 days.

* Specific Time—Allows you to specify a start and end time to define the time frame the report
covers.

* Filter Options—Allows you to select the resources the report is based upon:
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* Security Store—A Active System Manager repository of secured store credentials (users and
groups). The Active System Manager software supports a local and remote security store (via
Active Directory or LDAP for example).

* Groups—Lists all the groups that have been defined in the Active System Manager software.

For each group, every member is listed, as well as whether the member is an administrator or
user.

» Users—Lists all the administrators in the first section, and then all the (non-administrator) users
in the next section. Within each section, entries are listed alphabetically by last name, then first
name. You can select a user and click Remove or Edit at any time to remove or edit the
participants.

* Specify Top Template Count—Displays only the top 10 most-used topologies in the report.

3. Click Run Report.

The Template Utilization report displays, see Figure 7-17:

Figure 7-17  Template Utilization Report Output Example

BIRT Report Viewer
2 =y

Showing page 1 of 1

dl 4 > 1P Gotopage:

;

Report generated on Tue 5 Mar 2013 22:51 PST
by us in

/]

Template Utilization Report for Lab 'DEMO’

Report Information

Start Date - Tue 26 Feb 2013 00:00 PST
End Date - Tue S Mar 2013 23:59 PST

]

The Template Utilization Report displays in a new window, in your default web browser; see Figure 7-17.
This can take a few minutes.
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Printing Reports

The Active System Manager software reporting feature is designed to print out all information in a given
category. For best results, use the Landscape mode in your browser’s print settings.

Printing Reports from an HTML Browser

To print a report from your HTML browser, click File > Print. This menu prints all the information in a
given category—not just the information displaying on the page.

Printing Reports from a Web Browser

To print reports from your web browser, perform the following steps:

1.

w»ok v

Click File > Page Setup.

Set the orientation to Landscape mode.

Verify that the Print background colors and images option is enabled.
Exit the Page Setup dialog box.

Click File > Print. Alternatively, you can use the link at the upper right of the report to export the report
as a PDF.

Reports
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Chapter 8

Security

The Active System Manager software supports two different roles: users and administrators. Roles are
associated to a user profile. Each role comes with a specific set of built-in permissions. Those permissions
are not configurable contrary to those that you can set in the user profile. For more information about roles,
see the Active System Manager User Guide.

Figure 8-1 displays the Security page (Administrator Role). Figure 8-2 displays the Security page (User
Role).

Figure 8-1 Security

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

Administrator Role S
m User Custom Filtering » = Page 1 of 1
Filter Off

COMPANY
HAME USER HAME EMAIL ACTION
DEPARTMENT
admin, admin admin support@ Dell Select Action %
galetechnologies.com Solution
Engineering

Top of Page +
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Figure 8-2 Security > User Role

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

User Role T

“ Custom Filtering » = Page 1 of 1

Admin

Filter Off
COMPANY

HAME USER HAME EMAIL ACTION
DEPARTMENT

Bentley, Mike techpubs jdoe@acme.org Acme Select Action 2
TechPubs

DellDemo, DellDemo DellDemo deldemo@dell.com Dell Select Action %
B

genty, vromana vromana vromana@yahoa.com Select Action %

Top of Page +

The Active System Manager software lets you set permissions to access a number of privileges, such as
making sessions and importing and exporting templates from the library. The types of entities that have
permissions assigned and that can be managed using the Security sub-menu include:

» Users—Users, at a generic level, can perform core Active System Manager functions such as making
sessions and working with templates, as described in the Active System Manager User Guide.

*  Groups—Groups are used as handy time-savers. Groups can be composed of administrators, users, and
even other groups. You can assign any number of users to a group, and then set the permissions for the
group. All of the users have those permissions, without having to set them for each user individually.

Working with Users

Initially, Active System Manager comes with only one pre-defined administrator username (admin) and no
users. The following sections describe the Active System Manager user (non-administrator) functionality:

* Defining User Roles

» Filtering Users

* Creating a New User

* Navigating Users

» Sorting Users

* Cloning Users

» Editing Administrator Profiles

* Deleting Users or User IDs
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Defining User Roles

E’&e Note By default, the admin account is defined as a superuser account. Its profile information
s cannot be changed and it is read-only.

E& Note A user can have administrator privileges based on its profile role.

Table 8-1 defines the administrator’s and user’s roles.

Table 8-1

Administrator and User Roles

Functionality

Administrator Role

User Role

Inventory

Discovery

Security

Authoring

Scheduling/Sessions

Session Notifications

Archiving

Reporting

Session

Testing

 Full access to inventory management
(types, instances, connectivity/links)

* Manage dependencies

» Manage interface type and compatibility
matrix

Access to Discovery functions

» Manage all users, includes user profile,
memberships, and permissions

Manage all groups, includes group
profile, memberships, and permissions

Create, modify, and share all templates

Open and Save As All templates

Delete all templates

Import all templates

Export all templates

» Manage owned sessions

Access to all sessions

Purge sessions

Define system-wide notifications

Define owned session notifications

Define specific session notifications

Define system-wide archiving rules

Restore owned templates and sessions

Restore any session

Access to all reports

Execute custom reports

Access to all sessions

Manage console access

List and execute associated test cases

» Read-only view of the entire inventory
» Read-only view of interface types

None

Update its user profile only

» Create, modify, and share templates
» Update owned templates

* Open all templates

* Delete owned templates

» Import/export templates

* Manage owned sessions
» Create, update, delete owned sessions

Delete user-defined notifications
» Define owned session notifications
» Define specific session notifications

Restore owned templates and sessions

» Access to user-based reports only
» Execute custom reports

Access and manage only owned
sessions, or one user is a participant

List and execute test cases within owned
or participant sessions

E’&e Note Before using the Active System Manager product, the administrator, user, and group contact
s information and access permissions must be stored as profiles in the Active System
Manager database.

Security
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system. The role of the Active System Manager administrator includes all of the capabilities of the Active

p The administrator has more access to a larger set of functionality within the Active System Manager
YA‘

System Manager user, because the administrator may also be a user, and can also extend them by including
additional responsibilities for inventory management, template management and sessions, and report

management.

For example, the Active System Manager administrator can perform the following functions:

* Create, modify, delete, and save templates of all users

» Configure system-wide session notifications and reminders

» Cancel, modify, delete, and save (snapshot) sessions

+ Start and stop ASAP Rescheduling and other scheduling properties

Table 8-2 lists and describes the Active System Manager administrator tasks; a cross-reference for more
information is provided in the last column. For more information about these tasks, see the Active System
Manager User Guide and the Active System Manager Server Installation Guide.

Table 8-2  Active System Manager Administrator Tasks

Task

Description

Installing, upgrading, and
uninstalling the Active System
Manager software

Consulting the Active System
Manager user community

Consulting the Active System
Manager user community

Integrating the Active System
Manager software with other
products

Managing inventory

Managing Active System Manager
templates and sessions

Creating administrator or custom
reports

Managing security privileges

Typically, the Active System Manager administrator is responsible for installing, upgrading, and
uninstalling the Active System Manager client and server software. The administrator owns the
<Active System Manager home> directory, where the Active System Manager server
software is installed. The Active System Manager administrator makes the Active System Manager
server available to all users. The Active System Manager client software is designed to be installed
by all Active System Manager users on their client hardware platforms.

Configuring the Active System Manager software can be a complex and time-consuming task,
depending on the level of customization required in your organization. Further, because the Active
System Manager software addresses the needs of many different types of users—from individual
environment users to department managers—there can be several different interpretations of how
best to configure the environment, depending on the tasks the user needs to perform and the
user’s role in the organization.

Before modifying the Active System Manager environment, the Active System Manager
administrator should consult with environment planners, environment developers, QA managers,
and other key members of the testing team, to determine what site-specific changes and
customizations are needed. In general, it is best to install the product, then implement, and test
system-wide changes before deploying the product for general use.

The Active System Manager administrator is responsible for installing integrations with third-party
products. The Active System Manager software integrates with configuration management tools
(ClearCase and Concurrent Versions Systems [CVS]).

The Active System Manager administrator is responsible for building and managing the
environment’s resource inventory, which includes the various general resource types within your
environment, as well as specific instances that require a particular configuration for a particular
piece of network equipment.

The administrator uses the Active System Manager portal to define and catalog the specific types
of equipment interfaces, and each general type of network hardware in the environment.

The administrator can use the Active System Manager portal and all of the functions to create,
update, save, validate, schedule, and delete templates. In addition, the administrator can cancel or
edit present or future sessions of other users, or delete past sessions.

The Active System Manager software includes a set of pre-defined, web-based support that has
the ability to create administrator-specific reports.

The Active System Manager administrator has many built-in permissions, separate from the user
role.
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Viewing User and Administrator List
To view a list of users and administrators, perform the following steps:

1. On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2 as an example.

2. Toggle between users and groups using the toggle Admin | User button.

Filtering Users

To filter search results for User list, perform the following steps:

1. On the Active System Manager menu bar, click Security > Users > Custom Filtering. The Custom
Filtering page displays; see Figure 8-3.

Figure 8-3 Custom Filtering

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

Administrator Role Pl
m User Custom Filtering » = Page 1 of 1
User Name Contains =
Email Contains =
First Hame ot N
@ Add More Filters
r o Y

[ SRS Sl Clear Filter x

Filter Off

2. Click the User Name, Email, and First Name drop-down lists, respectively, apply the Contains or Is
filtering, and enter a name for each parameter.

3. Click Add More Filters to add the Last Name and Security filter, if required.
4. Click Apply Filter to display search results after filtration.
The Filter Off button displays the status of filter as On or Off.
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Creating a New User

To create a new user profile, you must be logged in as an administrator before perform the following steps:

1. On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2.

2. Click New User to display the Create New User page; see Figure 8-4.

Figure 8-4 Create a New User

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

User Profile

* Required Information

Contact Information

User Name *
Email Address *
First Name *
Last Name *

Company

Last Name *
Company

Department

Security

Initialize a new password:

New Password *

Confirm Password® {6 - 25 characters, capitalization matters)
User Role

Select user role:* User @ Admin © Select your Role.
Preferences

Time Zane Display

Time Zone America/Los_Angeles : Select your preffered time zone.

User Priority

Priority 3 : Please select user priority(default is 3)

Session Controls

Days Hours  Minutes
Maximum Session 0 0 [-][o [ Scheduler will enforce this maximum duration at the time of
Duration scheduling. This value is defined by your administrator.
Maximum Active 0 [0 specify maximum coneurrent session constraint
Sessions
é A
e ot Top of Page 4
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3. Inthe Contact Information section, enter the User Name, Email Address, First Name, Last Name,
Company (optional), and Department (optional) fields.

4. In the Security section, define the following mandatory fields:

* New Password—Enter between 6 and 25 alphanumeric characters, including spaces. For security
reasons, it is important to change your admin password the first time you log on to the Active
System Manager application.

* Confirm Password—Re-enter the new password for verification purposes.
5. In the User Role section, select your user role as User and Admin.
6. In the Preferences section, select the desired Time Zone to use for the sessions that you execute.

The scheduler processes all requests with respect to Greenwich Mean Time (GMT). Your entry in this
field determines how the time zone for all activity calculates and displays. For example, assume that the
Active System Manager server is located on the West coast (Pacific Standard Time [PST]). A session
is scheduled to begin at 10:00 a.m. PST. If auser on the East coast has a time zone display set for Eastern
Standard Time (EST), the session appears to start at 1:00 p.m. EST.

The default time zone for all sessions is based upon this optional entry. All sessions are scheduled with
respect to the current time in the zone selected.

7. In the User Priority section, select the user priority (the default user priority is 3).
8. In the Session Controls section, configure the following parameters:
a. In the Maximum Session Duration section, perform the following steps:

*  Click the Specify Maximum Session Duration Constraint check box to enforce the maximum
duration at the time of scheduling. This is defined by your administrator.

* Select the number of Days, Hours, and Minutes for this user.
b. Inthe Maximum Active Sessions section, perform the following steps:

* Click the Specify Maximum Active Session Constraint check box to enforce the maximum
sessions limit at scheduling time. This is defined by your administrator.

* Enter the number of maximum number of active sessions.
9. Click Save to save the new user profile.

If the user belongs to a group and uses the group’s permissions, then you can skip setting user-level
permissions.

E&e Note You should create both a profile and a set of permissions for a new user.
You can also create a new user by cloning a similar user that already exists. This saves time by copying

the new user’s group memberships and permissions from an existing user. For more information, see
the “Cloning Users” section on page 8-8.
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Navigating Users

To navigate a list of user pages, perform the following steps:

1. On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2.

2. Click the navigation panel to select number of user records to be displayed per page; see Figure 8-5.

Figure 8-5 Navigation Panel

20 perpage = <

3. Click the forward or backward arrow to navigate to pages sequentially, or click on Page to display list
of navigational pages.

Sorting Users

To sort the user list, perform the following steps:

1. On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2.

2. Click any arrow displayed beside each column header to sort results in ascending or descending order;
see Figure 8-6.

Figure 8-6 Sort Header

COMPANY

NAME USER NAME EMAIL
DEPARTMENT

Cloning Users

Some administrators use a time-saving method for creating users called cloning. Instead of setting each new
user’s permissions by hand, the administrator creates a template user ahead of time. This template user
already has the basic groups and permissions that are common to all users. When a new user has to be
created, the admin copies, or “clones” the template user and makes any individual tweaks that might be
needed.

To clone a user, perform the following steps:

1. On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2.

2. Select the entry for the user to use as a starting point.

3. Select a user, in the Action column, click the Select Action drop-down list, and select Clone.
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Figure 8-7 User Related Actions

COMPANY
NAME USER NAME EMAIL ACTION
DEPARTMENT
kapil, kap kap kapil@gale.com Select Action 2
I e _ Clone
macho, macho machol smittal@ Edit
galetechnologies.com Delete
ram, raji= Group_02 raj@co.in gale Select Action =
QA
ram, rajlil oo Group_01 raj@co.in gale Select Action &
QA

4. Click Clone to display the new Clone User page, which is similar to that of the “Create a New User”
section on page 8-6.

The Email, Company, Department, Group memberships, Role, and Time Zone, and Maximum
Session Duration fields are already filled in as for the original user. You can tweak these fields. as
necessary.

5. Configure the remaining parameters for the new user, and click Save.

The new user is cloned with the same permissions as the original user.

Editing Administrator Profiles

To edit an administrator user profile, perform the following steps:

1. On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2.

2. Select the entry for the administrator user to edit or modify.

3. Select a user, in the Action column, click the Select Action drop-down list, and select Edit; see
Figure 8-8.

Security
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Figure 8-8 Editing Administrator Profile Settings
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Confirm Password

User Role
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In Figure 8-8, you can edit the user profile, as well as permissions by clicking Profile or Permissions.
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Modifying the Profile

When you click Profile, Figure 8-8 displays. By default, the existing, assigned username displays, as well
as a list of member groups for that user.

You can modify the following fields:

* Required. First Name and Last Name—Use admin for both the first and last name.

* Required. Email—The email address that receives all alerts and administrator-related mail.
* Optional. Company—Your company name.

* Optional. Department—Your department.

* Required. Password—This can be up to 25 alphanumeric characters, including spaces. For security
reasons, it is important to change your admin password the first time you log on to the Active System
Manager application.

* Optional. Time Zone Display—The scheduler processes all requests with respect to GMT. Your entry
in this field determines how the time zone for all activity calculates and displays. For example, assume
that the Active System Manager server is located on the West coast (Pacific time). A session is
scheduled to begin at 10:00 a.m. Pacific time. If a user on the East coast has a time zone display set for
EST, the session appears to start at 1:00 p.m. EST.

* Optional. Security Repository—Location where this information is to be stored.

¢ Click Save.

Setting Permissions

You can set permissions for a number of very specific types of access. For each type of access, you can
permit or deny access. When you initially go to the permissions page for a new entry, no permissions are
specified until you permit or deny each function. There are three values:

* Permit—Allow this type of access
*  Deny—Do not allow this type of access
Access is not allowed, unless permission is specified elsewhere, as discussed below.

This means that new users cannot even log in, until you grant them this permission. The predefined admin
user has all Active System Manager permissions granted, so that you are permitted to perform all necessary
tasks as soon as the software is installed.

Permissions may be assigned to a new user or group, and can be modified later.

If you do not set any permissions for a user and you have assigned the user to a group, then that group’s
permissions are inherited. If a user that has no permissions assigned is not part of a group, then that user is
not able to use Active System Manager, because even a login is denied.

For another situation; for example, setting many of the permissions for a user, but leaving some unspecified.
In this case, the group’s settings are used for those permissions that were unspecified for the user. If those
permissions are unspecified for the group as well, or the user doesn’t belong to a group, then those types of
access are denied.

For example, if a particular permission is unspecified for a user, and the user is a member of several groups
with conflicting permissions. In this case, if any of the groups is denied that permission, the user is denied.

Security
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Ef Note If the permission has been specified for the user, then that overrides the group permission.

When you click Permissions, Figure 8-9 displays.

Figure 8-9 Permissions

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

Permissions | techpubs

SUB SYSTEM DESCRIPTION

] @
Active System Manager Permit Deny
Login =]
Sessions Permit Deny
Make sessions @ ®
Archive Permit Deny
Import Template C] ®
Export Template @ @
Provisioning Permit Deny
Create Repository Element @
Modify Repository Element =] ®
Delete Repository Element @ ®
Import Resource Adapter Package @ ®
Deiete Resource Adapter Package =] ®

@ Restore

Table 8-3 lists and describes the individual permission types of access that you can control. You can also
manage these permissions from the Active System Manager portal in the user profile.

Table 8-3 Permission Types

Permission Type Description

Active System Manager

Logging In and Out Allows the user to access the Active System Manager server from the Active System

Manager portal or the API.

Sessions

Make sessions Allows sessions to be created based on available resources in the environment.

Archive
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Table 8-3

Permission Types (continued)

Permission Type

Description

Import Template

Export Template

Allows importing a template from the web application, client, and API.

Allows exporting a template from the web application, client, and API.

Provisioning

Create Repository
Element

Modify Repository
Element

Delete Repository
Element

Import Resource Adapter
Package

Delete Resource Adapter
Package

Available only on the client and API. Allows the creation of repository elements.
Available only on the client and API. Allows the modification of repository elements.
Available only on the client and API. Allows the deletion of repository elements.
Available only on the client and API. Allows the import of Resource Adapters (.rap)

files.

Available only on the client and API. Allows the deletion of Resource Adapters.

By default, the DENY ALL radio button is selected.

4. Click PERMIT ALL for each of the types of access that are to be allowed; click DENY ALL if the
access is not to be allowed.

E'a» Note The PERMIT ALL and DENY ALL buttons allow you to set all of the permissions the
X same way quickly. Then you can change individual permissions.

5. Optional. Click Restore to restore the permissions to the values they had when you first displayed them.

6. Click Save and return to the User List.

Deleting Users or User IDs

To delete a user or user ID, perform the following steps:

1.

On the Active System Manager menu bar, click Security > Users to display the current list of users;
see Figure 8-2 on page 8-2. If necessary, click Administrator or User to toggle between the list of
administrators and users.

Select the entry for the administrator user to delete.

Select a user, in the Action column, click the Select Action drop-down list, and select Delete to display

Figure 8-10.
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Figure 8-10  Deleting Users

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

Delete User

You are about to delete the following user:

User Name techpubs
Mame Mike Bentley
Email jdoe@acme.org
Role user

[ Don't show me this prompt the next time | delete a user.

4. Click the Don’t Show Me this prompt the next time I delete a user check box to skip this
confirmation page in the future.

5. Click Submit to delete the selected user.

Working with Groups

Groups are made up of users and administrators. The group has its own set of permissions that are applied
to its members, as described at the beginning of this chapter.

To work with groups, the following sections describe the Active System Manager group functionality; see
Figure 8-11. To access the groups, on the Active System Manager menu bar, click Security > Groups to
display the current list of groups; see Figure 8-11.
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Figure 8-11 Groups
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As shown in Figure 8-11, the Groups-related functionality includes the following:
* Creating a New Group

* Navigating Groups

» Editing Group Profiles

» Editing Group Permissions

* Deleting Groups

Creating a New Group

To create a new group, you add the users and administrators that need to belong to it. You many also add
other existing groups as members of your group. Then set the permissions for your group. Groups are
managed in similar ways to users. A Group List displays all existing lists. A group’s name and members
are described by its profile. Permissions are created or modified by clicking the Edit icon for a group and
then selecting the Permissions sub-menu. Creating and modifying the profile for a group is different than
working with a User Profile, and is described in the following procedure.

To create a group, perform the following steps:

1. Onthe Active System Manager menu bar, click Security > Groups to display the current list of groups;
see Figure 8-11.

2. Click New Group to display the Create New Group page; see Figure 8-12.
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Figure 8-12  Create New Group
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Duration
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3. In the Contact Information section, click the Group Name field and enter the name of your new
group.

4. In the Group Members section, select and organize participants for your new group.
5. In the Group Priority section, select a priority of 1-5.
6. In the Session Controls section, perform the following steps:

a. For Maximum Session Duration, perform the following steps:

*  Click the Specify Maximum Session Duration Constraint check box to enforce the maximum
duration at the time of scheduling. (This is defined by your administrator.)

* Select the number of Days, Hours, and Minutes for this user.
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b. For Maximum Active Sessions section, perform the following steps:

Click the Specify Maximum Active Session Constraint check box to enforce the maximum
sessions limit at scheduling time. (This is defined by your administrator.)

* Enter the number of maximum number of active sessions.

7. Click Save to accept and save your selection.

Navigating Groups
To navigate a list of user pages, perform the following steps:

1. On the Active System Manager menu bar, click Security > Groups to display the current list of groups;
see Figure 8-11 on page 8-15.

2. Click the navigation panel to select number of group records to be displayed per page; see Figure 8-13.

Figure 8-13  Navigation Panel

20 perpage % <

3. Click the forward or backward arrow to navigate to pages sequentially, or click on Page to display list
of navigational pages.

Editing Group Profiles

To edit group profiles, perform the following steps:

1. Onthe Active System Manager menu bar, click Security > Groups to display the current list of groups;
see Figure 8-11 on page 8-15.

2. Select a group, in the Action column, click the Select Action drop-down list, and select Edit to display
Figure 8-14. By default, the group profile displays.

Security
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Figure 8-14  Editing (Updating) a Group Profile

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

Update Profile engineering

m Permissions

Group Name
Group Name engineering

Group Members

Add/Remove group members from your group definition.

] USERMAME FIRST NAME LAST NAME Remaove

Group Priority

a*

Priority 3

Session Controls

Days Hours  Minutes
Maximum Session 0 0 0 Specify maximum session duration constraint
Duration
Maximum Active 0 Specify maximum active session constraint
Sessions
Restore Top of Page +

3. Click Save to save your settings and return to the Group List.
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Editing Group Permissions

To edit group permissions, perform the following steps:

1.

On the Active System Manager menu bar, click Security > Groups to display the current list of groups;
see Figure 8-11 on page 8-15.

Select a group, in the Action column, click the Select Action drop-down list, and select Edit to display
Figure 8-14.

Click Permissions.

Figure 8-15  Editing (Updating) a Group Profile

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Users

Permissions | engineering

SUB SYSTEM DESCRIPTION FERMITALE DENFALL
L] L]
Active System Manager GaleForce Permit Deny
Login @
Sessions Permit Deny
Make sessions @
Archive Permit Deny
Import Template @
Export Template @
Provisioning Permit Deny
Create Repository Element @
Modify Repository Hement @
Delete Repository Element @
Import Resource Adapter Package @
Delete Resource Adapter Package @

@ Restore

By default, all of the PERMIT ALL/DENY ALL radio buttons are empty, meaning that all access
permissions are unspecified.

Click PERMIT ALL for each of the types of access that is allowed. Click DENY ALL if the access is
not allowed.

Click Save to save your settings and return to the Group List.

Security
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Deleting Groups

To delete a group, perform the following steps:

1. Onthe Active System Manager menu bar, click Security > Groups to display the current list of groups;
see Figure 8-11 on page 8-15.

2. Select a group, in the Action column, click the Select Action drop-down list, and select Delete to
Figure 8-16.

Figure 8-16  Delete

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Groups

Delete Group

You are about to delete the following group:

Group Mame engineering

[ Don't show me this prompt the next time | delete a group.

3. Click the Don’t Show Me this prompt the next time I delete a group check box to skip this
confirmation page in the future.

4. Click Delete to delete the selected group.

8-20 Active System Manager Web Interface User Guide, Release 7.0



Chapter 9

Settings

This chapter describes the Settings page, which allows the administrator to set a variety of system settings.
To access the Settings page, on the Active System Manager menu bar, click Settings. The Settings page

displays with the Settings sub-menu open, by default; see Figure 9-1.

Figure 9-1 Settings Main Page (Email Notification, Script Server)

. Welcome admin admin rofile | 2 Helo | i Logou
Active System Manager . min ad B 52 | [z
Active Infrastructure Management

HOME  SESSIONS  TEMPLATES RESOURCES REPORTS ~ SECURITY SETTINGS

Settings Database License Script Servers Properties
Settings
Email Notification Settings

Specify your Email settings for outbound notifications

SMTP Server Host

“From' Field support@dell.com
To' Field suppori@dell.com
Email Subject Active System Manager GaleForce Feedback

Script Server Settings

Specify your script server settings that will be used by ASM GaleForce for remote scripts execution

Script Server Settings

Specify your script server settings that will be used by ASM GaleForce for remote scripts execution

Host

Username

Script Server Settings

Specify your script server settings that will be used by ASM GaleForce for remote scripts execution
Host
Username
Password

Remote Script
Location

Resource Script
Location

Reservation Script
Parameters

Note: Each parameters should be space separated.
Example- {Session ID} {Session Name} {Template Name} {Owner}

Device Script
Parameters

Note:Parameters should be space separated.
Example- {Session ID} {Session Name} {Template Name} {Owner} {Asset Tag] {Version} {Manufacturer} {Model}

[ Secure Communication

Settings
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The administrator can configure the following settings from the Settings sub-menu:
» Configuring System Settings

» Backing Up and Scheduling the Database

* Viewing License Status

* Viewing and Adding Script Servers

* Managing Properties

Configuring System Settings

The Settings sub-menu allows the administrator to set e-mail notification settings, script server settings,
and general settings.

To configure system settings, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Settings to display the Setting page; see
Figure 9-1 on page 9-1.

2. In the Email Notification Settings section, specify your email settings for outbound notifications.

Table 9-1 lists and defines the fields to be set for sending email notifications.

Table 9-1  E-mail Notification Settings Fields

Fields Description
SMTP Server Host Enter SMTP server host
'From' Field Enter Active System Manager’s support email id; For Example: “Active System

Manager.Support@galetechnologies.com”

'To' Field Enter recipients email id; For Example: “Active System
Manager.Feedback@galetechnologies.com”

Email Subject Enter subject of the mail; For Example: “Active System Manager Feedback
Notification”

3. Inthe Script Sever Settings section, specify your script server settings that will be used by the Active
System Manager for remote scripts execution

Table 9-2 lists and defines the fields to be set for script server settings.

Table 9-2  Script Server Settings Fields

Fields Description

Host Enter the script server host to be used by the Active System Manager for remote
script execution.

Username Pre-populated field. Enter the script server username.
Password Pre-populated field. Enter the password.

Remote Script Location Enter the server’s remote script location.

Resource Script Location Enter the server’s resource script location.

9-2
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Table 9-2  Script Server Settings Fields (continued)

Fields Description

Reservation Script Enter the reservation’s script parameters.

Parameters

Device Script Parameters Enter the device’s script parameters.

Secure Communication Check for establishing and ensuring securing communication.

4. In the General Settings section, configure the settings described in Table 9-3.

Table 9-3 General Settings Fields

Fields Description

Enable preference based graphical editor Click to enable this check box if the deployment involves large
support in the Active System Manager RCP templates. If this flag is true, RCP allows preference based
client. graphical editor support in template and session.

Maximum resource count Set a maximum number of resources for which graphical editor

can be opened. This is a performance setting for RCP client

5. Inthe Scheduler Options Settings section, specify the scheduler options for the fields described in
Table 9-4.

Table 9-4 Scheduler Options Settings Fields

Fields Description

Generate scheduler solution identification logs Specify whether or not to generate logs in lux.log file identifying
solutions for the given template request.

Use randomness while finding resource Specifies that while finding solution one can introduce the
randomness within the identified candidates such that in the
overall Active System Manager system, one set of resource is not
consumed more than other. Here solution is no longer dependent
on the sequence of resource in database. But this has an impact
on the power management solution for VM resource.

Solution of differing resource Specify that while finding multiple solutions for a template
whether scheduler should give solutions which are differing in
interfaces or it should differ in allocated resource instances.

6. Inthe Active System Manage Session Approval Settings section, specify the session approval options
in Table 9-5.

Table 9-5 Active System Manager Session Approval Settings Fields

Fields Description

Deploy Active System Check to enable all Active System Manager-related fields to enter information.
Manager Session Approval

Session Approval Buffer Specify the amount of buffer time, in minutes, to approve the session. The default is 30
Time (in minutes) minutes.

7. Click Save.
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Backing Up and Scheduling the Database

The Database sub-menu allows the administrator to backup the database and schedule backup operation
for the database.

To back up and schedule the database, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Database to display the existing database
listing; see Figure 9-2.

Figure 9-2 Database

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY

Settings License Script Servers Properties

Data base Refresh + Backup Now

Scheduler »

NAME TYPE START TIME END TIME SIZE STATUS ACTION

galeforce_db_backup 01022013_181641.dmp Instant Wed 2 Jan 2013 Wed 2 Jan 2013 0 mb Failed —select-- s
18:16 PST 18:16 PST

galeforce_db_backup 01212013_151421.dmp Instant Mon 21 Jan 2013 Mon 21 Jan 2013 0 mb Failed —select-- s
15:14 PST 15:14 PST

galeforce_db_backup 01212013_170251.dmp Instant Mon 21 Jan 2013 Mon 21 Jan 2013 0 mb Failed —select-- s
17:02 PST 17:02 PST

galeforce_db_backup 01222013_104100.dmp Instant Tue 22 Jan 2013 Tue 22 Jan 2013 0 mb Failed —select-- s
10:41 P5ST 10:41 PST

As shown in Figure 9-2, the following operations are available on the Database sub-menu:
» Backing Up the Database

* Refreshing the Database

* Scheduling the Database

* Logging Files

* Deleting an Existing Database Record

* Restoring a Database List
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Backing Up the Database

To back up the database, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Database to display the existing database
listing; see Figure 9-2 on page 9-4.

2. Click Backup Now to display the database names to back up; see Figure 9-3.

Figure 9-3 Backup Now

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Settings Database License Script Servers Properties

Database Refresh
Scheduler L7 Note: This requires password less 55H setup between Active System Manager GaleForce host and Oracle DB
NAME TYPE START TIME END TIME SIZE STATUS ACTION

galeforce_db_backup_03072013_204516.dmp Instant Thu 7 Mar 2013 In progress
20:45 PST

-select-- -

Refreshing the Database

To refresh the database, perform the following steps:

1. On the Active System Manager menu bar, click Sessions > Database to display the existing database
listing; see Figure 9-2 on page 9-4.

2. Click Refresh; see Figure 9-3 for an example.

Scheduling the Database

The Scheduler operation allows you to schedule the backup operation for the database.

1. On the Active System Manager menu bar, click Settings > Database to display the existing database
listing; see Figure 9-2 on page 9-4.

2. Click Scheduler.

The Scheduler page displays; see Figure 9-4.
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Figure 9-4 Schedule Database

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Settings License Script Servers Properties

Database =

Scheduler » Mote: This requires password less 55H setup between Active System Manager GaleForce host and Oracle DB

Backup Location /home/delladmin/asm-galeforce/gf/ common/DBBackup

Enable DB Backup [l
schedule

NAME TYPE START TIME END TIME SIZE STATUS ACTION

galeforce_db_backup_03072013_204516.dmp Instant Thu 7 Mar 2013 In progress -select—- =
20:45 PST

Table 9-6 lists and defines the fields to be set for scheduling database backup:

Table 9-6  Schedule Database Backup Fields

Fields Description

Backup Location Enter the backup location for the specified database.

Enable DB Backup Click the check box to enable the database backup schedule.
schedule

3. Click Save.

Logging Files

The Log File operation allows you to create a log file of the selected database from the list for future
reference.

To create a log file of selected database entry, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Database to display the existing database
listing; see Figure 9-2 on page 9-4.

Select a file, in the Action column, click the --select-- drop-down list, and select Log File.
When prompted, open the file in XML editor or choose your own program to open the selected file.
Click Save.

Click the Do this automatically for files like this from now on check box, if required

A O T i

Click OK to open or save the log file.
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Deleting an Existing Database Record

1. On the Active System Manager menu bar, click Sessions > Database to display the existing database
listing; see Figure 9-2 on page 9-4.

2. Select a file, in the Action column, click the --select-- drop-down list, and select Delete.

Restoring a Database List

1. On the Active System Manager menu bar, click Settings > Database to display the existing database
listing; see Figure 9-2 on page 9-4.

2. Select a file, in the Action column, click the --select-- drop-down list, and select Restore.

Eg Note The Restore option is available only when the backup operation is successfully completed.

Viewing License Status

The License sub-menu allows the administrator to view the licensing status. To view licensing status,
perform the following steps:

1. On the Active System Manager menu bar, click Settings > License to display the current licensing
information and associated live (current) counters; see Figure 9-5.

Figure 9-5 Current Licensing Status
L] Cense Get New License
Overview
D 1360737392133
Generated On Tue Feb 12 00:00:00 PST 2013
Distributor Dell
Product Active System Manager
Version 16
Type Trial
Service Tag N7A
Order Number N/A
Expires on Tue Mar 12 00:00:00 PDT 2013
. LICEHSE
COUNTERS ™) CURRENTLY ALLOCATED
INFORMATION

Resource Count 99999 36

2. Optional. Click the &) (counters) icon in Figure 9-5, to refresh the resource count and display the
currently allocated resources.
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3. Optional. Click Get New License to deploy or install a new product license.

4. When the next license screen displays (Figure 9-6), send an email (support@dell.com) to the Dell

Support team to request a product license.

Figure 9-6 Get New License

@ Active System Manager
Active Infrastructure Management

Request Product License

Send email NOW or contact Dell Support team at support@dell.com
to obtain a software license.

Deploy Product License
Paste the license file you have received from the Dell Support team

and press the Submit button below.

License File

|"~| by '| Cancel

5. When the Dell Support team responds to your software license request, paste the license file provided

and click Submit.
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Viewing and Adding Script Servers

The Script Servers sub-menu allows the administrator add and view the list of added script servers.

To view and add script servers, on the Active System Manager menu bar, click Settings > Script Servers
to display the list of existing script servers; see Figure 9-7.

Figure 9-7 Script Servers

SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Database Script Servers Properties

SCI’ipt Servers Defining New Script Server |_-1 + New

SERVER IP ADDRESS

apolio 41105 17218100210 Deleting Server

The following operations are available on the Seript Servers sub-menu:
* Creating a New Script Server

* Deleting Script Servers

Creating a New Script Server

To create a new script server, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Script Servers to display the list of existing
script servers; see Figure 9-7.

The Add HTTP Script Server dialog box displays; see Figure 9-8.

Figure 9-8 Add HTTP Script Server

Add HTTP Script Server x

Server Name * | |

Server IP Address* | |

Server Port * | 80 |

Save Cancel

Table 9-7 lists and defines the fields to be set for adding a new HTTP Script Server:
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Table 9-7  Fields for Adding HTTP Script Server

Fields Description

Server Name * Mandatory field. Enter the HTTP script server’s name to be added.
Server IP Address* Mandatory field. Enter the HTTP script’s server IP address.
Server Port * Pre-populated by the default port number.

2. Click Save to add new HTTP script server.

Deleting Script Servers

To delete an existing script server from the list, perform the following steps:

1.

On the Active System Manager menu bar, click Settings > Script Servers to display the list of existing
script servers; see Figure 9-7 on page 9-9.

. In the Delete column, select a script server to delete and click the Delete icon; see Figure 9-7 on

page 9-9.

Managing Properties

You can update the properties of the following Active System Manager components by exporting a .csv file
and updating it. You can then import the updated properties .csv file to update the properties of the
following components:

Inventory
Template
Session
Template Link
Preferences
E Note The Import (Refer“Importing Properties” section on page 9-11) and Export

(Refer“Exporting Properties” section on page 9-12) operation works in a similar manner for
all mentioned components.

You can perform the following functions to manage Active System Manager properties:

Viewing Properties
Importing Properties

Exporting Properties
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Viewing Properties

To view properties, on the Active System Manager menu bar, click Settings > Properties to display the list
of existing script servers; see Figure 9-9.

Figure 9-9 Properties

ACtiVe Sy'stem Manager admin admin l Profile ? Help h Logout
@ fctive Infrastructure Management

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Settings Database License Script Servers Properties

Properties | Inventory Frport )+ Inport
Template Session Template Link Preferences Provisioning
NAME DATATYPE ISMANDATORY VALUELIST ISEDITABLE DEFAULTYALUE UNIT SCOPE MANUFACTURER MODEL 1SCAPACITY

Copyright @ 20122013 Dell Inc, All Rights Reserved, About Active System tanager

Importing Properties
To import properties, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Properties to display the list of existing
script servers; see Figure 9-9.

2. Click one of the following tabs: Inventory, Template, Session, Template Link, Preferences, or
Provisioning.

3. Click Import to display the Import page; see Figure 9-10.
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Figure 9-10  Import Inventory Properties page

HOME SESSIONS TEMPLATES RESOURCES REPORTS SECURITY SETTINGS

Settings License Script Servers Properties

Import Inventory Properties

Choose Inventory property file

Please select file (CSV file format only) for Inventory

Choose File | Mo file chosen

r e

I‘ po I"I Cancel

4. Click Choose File to browse and select a file (.csv file format only).

5. Click Import to import file.

Exporting Properties
To import properties, perform the following steps:

1. On the Active System Manager menu bar, click Settings > Properties to display the list of existing
script servers; see Figure 9-9.

2. Click one of the following tabs: Inventory, Template, Session, Template Link, Preferences, or
Provisioning.
3. Click Export.

A dialog box for the .csv file displays, prompting you to choose how to open the file; see Figure 9-11.

Figure 9-11 Exporting Properties

Opening inventory_attributes.csw [X|

You have chasen to open

@ inventory_attributes.csy

which is & Microsoft Office Excel Comma Separated Yalues File
from: http:if172.16.100,210:41106

what shauld Firefiox do with this file?

() Save File

[] Do this automatically For files like this From nove on.

I oK ] [ Cancel ]

4. Click the Open File radio button and select Microsoft Office Excel (default) format, or choose your
own program to open the selected file.
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Optional. Click the Save File radio button to specify a preferred location.
Optional. Click the Do this automatically for files like this from now on check box.

Click OK to open or save the log file.

A

Open the file from and update properties in the .csv file.
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sorting sessions search results, 4-21
sorting template search results, 5-5
status, session, 4-31
stopping

session, 4-23
summary report, managed equipment, 7-11
syntax conventions, used in this guide, 2-7

T

tasks, administrator, 8-4
teardown time, 4-9
teardown time, computing, 4-9
templates

editing, 5-8

exporting, 5-10

importing, 5-3

sorting, 5-5

viewing existing, 5-6
Testing, functionality, 8-3
time frames, identifying, 4-13
topologies

scheduling, 5-12

topology candidates resource, identifying, 4-11

topology restrictions, identifying, 4-11
Topology Utilization report

described, 7-17
running, 7-17

U
updating

resource types, 6-26
user community, consulting, 8-4
User Management report, running, 7-12
User report

User Management, 7-12
user roles, 8-1
users

cloning, 8-8

creating new profile, 8-6, 8-8
Users, defined, 8-2

Vv
viewing
existing session, 4-28
existing template, 5-6
licensing status, 9-2,9-7,9-9
list of users and administrators, 8-5

w

Wait Setting Up status, session status, 4-31
web filtering options, 4-16, 5-10
widgets

adding, 3-4

deleting, 3-6

editing, 3-4
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